
USER MAINTENANCE 
Introduction 

This section of the document will explain how an authorized user can create 
new or modify existing TPA user accounts. Within each TPA user account, 
role assignment allows you to specify the level of access for the TPA user 
account. 

 

Step-by-Step Instructions: 

 

CREATE TPA USER ACCOUNT:  

1. Navigate to the TPA home page/splash page. If required, please refer to the 
section on ‘Navigating to TPA Home page/Splash Page’. 

2. Click on the link ‘Third Party Administrator Roles’. The following page will appear. 

 

 

 

 

 

 

 

 

Click here to 
create new user 
account.   

Enter search parameters and 
click here to view/modify 
existing account.  

3. Click on ‘New’. The following page will appear. Enter the required information and 
click on ‘Save’ 

 

 

 

 

 

 

 

 



 

 

 

4. The new user account will be created and the login credentials will be emailed to 
the email address provided in step 3. The following page will appear confirming 
the same.  

 

 

 

 

 

 

5. Please refer to the section below, for instructions to assign roles to the newly 
created TPA user account. This step is required; otherwise, the user will not be 
able to perform any functions using the newly created account.  

MODIFY TPA USER ACCOUNT:  

1. Follow the first two steps outlined in the instructions to create a new TPA account. 

2. Click on ‘Search’, after entering search parameters. The following page will appear 
with the search results. Click on the user ID to continue. 

 

 

 

 

 

 

 

 

 

Click here to 
view/modify this 
user account.   

3. The following page will appear, providing a list of account modification options.  

 

 



 

  

 

 

 

 

List of account 
modification options - 
with brief descriptions.  

 

 

 

 

 

 

4. Modify: Click on ‘Modify’ in step 3. The following page will appear. Enter your 
changes and click ‘Save’ to confirm the changes. 

 

 

 

 

 

 

  

 

 

 

 

 

  

 



 

5. Click on ‘Roles’ in step 3. The following page will appear. Use the checkboxes to 
assign available roles/remove exiting roles. Click on ‘Save’ to confirm the changes. 

 

 

 

 

 

 

 

 

 

6. Click on ‘Reset Password’ in step 3. The following page will appear. A warning 
message will be displayed indicating that you are about to reset the password. 
Click on ‘Confirm’ to continue. An email message will be sent to the user with the 
instructions to reset the password. 

 

 

 

 

 

7. Click on ‘Inactivate’ in step 3. The following page will appear. A warning message 
will be displayed that you are about to inactivate the account. Click ‘Confirm’ to 
proceed. 

 

 

 

 



 

 

8. The following page will be displayed. The account status will read – ‘User 
Inactivated’. If you wish to revive the account in the future, click on ‘Reactivate’ 
and follow the prompts to re-activate the account.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

In the future, click 
here to re-activate 
the account if 
required.    


