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2008: The Year in Ethics and Bar Discipline

by

Constance V. Vecchione, Bar Counsel

This column takes a second look at significant developments in ethics and bar discipline in

Massachusetts over the last twelve months.

Disciplinary Decisions

The full bench of the Supreme Judicial Court issued seven disciplinary decisions in 2008.

Approximately 170 additional decisions or orders were entered by either the single justices

or the Board of Bar Overseers. Several decisions by the Court and the Board were of

significant interest to the bar, either factually or legally.

Curry and Crossen

Of the full-bench decisions, the two that perhaps generated the most interest were the

companion cases of Matter of Kevin P. Curry, 450 Mass. 503 (2008) and Matter of Gary C.

Crossen, 450 Mass. 533 (2008). Curry held that disbarment was the appropriate sanction for

an attorney who, without any factual basis, persuaded dissatisfied litigants that a trial court

judge had “fixed” their case and developed and participated in an elaborate subterfuge to

obtain statements by the judge's law clerk intended to be used to discredit that judge in the

ongoing high-stakes civil case. In Crossen, the Court held that disbarment was also warranted

for another attorney’s participation in the same scheme by actions including taping of a sham

interview of the judge’s law clerk; attempting to threaten the law clerk into making

statements to discredit the judge; and falsely denying involvement in, or awareness of,

surveillance of the law clerk that the attorney had participated in arranging.

These cases are particularly noteworthy for their rejection of the attorneys’ arguments that

the deception of the law clerk was a permissible tactic akin to those used by government

investigators or discrimination testers. The SJC in both cases also reaffirmed that expert

testimony is not required in bar disciplinary proceedings to establish a rule violation or a

standard of care.

 
 
 
 

KENNETH PAUL REISMAN 
Public Reprimand No. 2013-21 

Order (public reprimand) entered by the Board on October 9, 2013. 
SUMMARY1 

 
 The respondent received a public reprimand with conditions for the conduct 
described below. 
 
 In November of 2006, the respondent was retained to represent a company 
(ASI) and an employee of ASI in defending civil claims brought in superior court by 
the former employer of the employee and a competitor of ASI (hereafter NSA).  The 
employee had resigned from NSA effective September 29, 2006, and begun 
employment with ASI on October 1, 2006.  Without NSA’s permission, the employee 
brought to ASI a NSA laptop computer that he had used in his employment at NSA.  
Between October 1 and October 23, 2006, the employee transferred some files from the 
NSA laptop to an ASI laptop.  He then used a scrubbing program to delete all files 
from the NSA laptop and returned it to NSA on October 23, 2006. 
 
 On November 15, 2006, the superior court entered a temporary restraining order 
in part barring the employee from disposing of or using NSA trade secrets or 
confidential information.  Also, he was ordered to return to NSA all information that he 
deleted from the NSA laptop and transferred to any other device.  The employee denied 
to the respondent that he had transferred any NSA information to any other device.  On 
December 6, 2006, the respondent filed an answer and counterclaims to the litigation, 
and he denied that any proprietary or other confidential information of NSA was 
uploaded and given to ASI.  
 
 On November 17, 2006, unbeknownst to the respondent, the employee used a 
scrubbing program to delete some NSA files from the ASI computer.  On March 7, 
2007, NSA’s counsel advised the respondent by e-mail that NSA would be filing a 
motion to gain access to his clients’ computers and that the respondent was obligated to 
inform the employee and ASI to preserve any documents “that relate to the case,” 
including any on the employee’s ASI laptop.  Following receipt of this e-mail, the 
respondent took no action and did not advise employee or his employer not to delete 
relevant files from the ASI laptop. 
 

                                                
1Compiled by the Board of Bar Overseers based on the record of proceedings before the board. 
 



 On March 27, 2007, NSA filed a motion to compel production of ASI’s 
computers for forensic examination.  On April 12, 2007, again without the respondent’s 
knowledge but on the same day as a hearing on discovery issues, the employee used a 
scrubbing program to delete files from his ASI computer. After the hearing, the court 
on April 13 ordered that NSA’s forensic expert be given access to the employee’s ASI 
computer.  After a further hearing on May 2, 2007, the court amended the order to 
allow the hard drive to be copied but to limit the expert’s examination of the copy to 
any NSA proprietary or confidential files copied to the computer in September or 
October 2006.   
 
 Following the April 12 order, the employee advised the respondent that there 
were confidential documents and information of ASI, unrelated to NSA, on his laptop 
that should not be disclosed to NSA or its expert.  Without inquiring further as to the 
specific nature or content of these documents but believing that ASI confidential 
information was not relevant to the litigation, the respondent advised the employee that 
he could scrub such confidential information from his laptop. 
 
 Due to his lack of experience in electronic discovery, the respondent failed to 
appreciate that the order of April 13, 2007, required the entire hard drive to be 
preserved for the NSA expert, not just documents obtained from NSA.  The respondent 
advised the employee that he should scrub files unrelated to NSA without first 
conferring with experienced counsel or conducting research as to his client’s legal 
obligations and without any attempt to confirm that the materials to be deleted were as 
represented. 
 
 On May 8, 2007, the day before the expert’s examination of the computer, the 
employee scrubbed additional files from the ASI computer.  On December 6, 2007, 
after the series of deletions came to the attention of NSA and the court, the court issued 
a memorandum and order finding that the employee had engaged in spoliation of 
evidence.  The court declined to enter a default judgment against the employee as 
requested, but granted the plaintiff additional discovery and access to the ASI computer 
for whatever additional analysis that the plaintiff could perform.  In October 2010, the 
respondent withdrew from the representation of the employee and his employer, and 
successor counsel entered an appearance. 
 
 The respondent’s advice to his client scrub certain files from the hard drive of a 
laptop in contravention of a court order constituted unlawful obstruction of another 
party’s access to evidence, in violation of Mass. R. Prof. C. 3.4(a).  The respondent’s 
failure to adequately communicate to his client his obligations under the court order 
and the potential prejudice of altering property subject to the court order was conduct 
in violation of Mass. R. Prof. C. 1.4.  Finally, the respondent’s conduct of handling a 
matter that he was not competent to handle without adequate research or associating 
with or conferring with experienced counsel, and without any attempt to confirm the 
nature and content of the proposed deletions, was conduct in violation of Mass. R. Prof. 
C. 1.1. 



 
 In aggravation, the respondent’s condoning the alteration of the hard drive had 
the potential to prejudice the plaintiff’s pursuit of discovery, and the client was found 
to have engaged in spoliation.  Much of the spoliation, however, took place prior to the 
respondent’s advice, and the trial court ultimately found that even assuming that client 
transferred confidential information to ACI, the plaintiff did not prove that the client’s 
conduct caused any damages to NSA.   In mitigation, the respondent was relatively 
inexperienced in the relevant area of discovery practice. 
 
 This matter came before the board on a stipulation of facts and disciplinary 
violations and a joint recommendation for discipline by public reprimand with 
attendance within one year at two CLE programs, one on electronic discovery and one 
on ethics and law office management.  On September 23, 2013, the board accepted the 
parties’ recommendation and imposed a public reprimand subject to the conditions.   


