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August 14, 2025 
 
Sent Via Portal Submission 
 
Massachusetts Office of Consumer Affairs and Business Regulation 
Attn: Data Breach Notification 
One Federal Street, Ste. 0720 
Boston, MA 02110 
 
 RE: Notice of Data Breach 

To Whom it May Concern: 

Dinsmore & Shohl LLP represents LBX Company LLC (“LBX”). LBX is in the business 
of providing excavator products and other heavy machinery. LBX is headquartered at 2004 
Buck Lane, Lexington, Kentucky 40511. 

LBX recently was the victim of a cybersecurity incident (the “Incident”) that may affect 
the security of personal information regarding residents of Massachusetts. 

On June 18, 2025, LBX learned that a company-issued laptop computer was stolen 
from an employee’s vehicle. Although this device was password-protected, LBX determined 
there was unencrypted data saved to the laptop, which may have included personal 
information of Massachusetts residents, such as first and last names, addresses, and Social 
Security Numbers. This data could be accessed by an unauthorized person if the person was 
able to defeat the password protection and gain access to the laptop. At this time, we do not 
have any evidence indicating that the data has been accessed by an unauthorized person. 
And no LBX systems were compromised in connection with the Incident. 

Upon discovery of the Incident, LBX engaged legal counsel to conduct a thorough 
investigation into the scope and extent of the Incident. The investigation is still ongoing, but 
at the time of this notice, at least 272 individuals with known addresses were potentially 
impacted, of which, ten (10) individuals are residents of Massachusetts.  
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Accordingly, and out of an abundance of caution, LBX has provided written notice via 
U.S. mail to the potentially impacted Massachusetts residents in accordance with state data 
breach notification laws contemporaneously with this notice being sent to your office.  

Additionally, LBX has secured the services of Experian, to establish 18-month, no-
cost credit monitoring for impacted individuals and a call center to respond to any questions 
impacted individuals may have about the Incident. A copy of the direct data breach 
notification letter, which includes instructions for how impacted individuals can place and 
remove a security freeze, is enclosed with this letter. 

As soon as we learned of the Incident, LBX quickly identified the threat and took action 
to limit potential exposure and immediately mobilized a response team. LBX notified law 
enforcement and has retained our office as legal counsel to ensure that response and 
remediation comply with all federal, state, and local laws and regulations. LBX’s investigation 
is ongoing. If you have any additional questions or require more information, you can reach 
me by email at ryan.robinson@dinsmore.com or by phone at (330) 572-1954.  

Sincerely, 

/s/ Ryan C. Robinson 
 
Ryan C. Robinson 

 
 
 
 
 
 
 

 
 


