COMPLETE

PAYROLLSOLUTIONS

<<Datc>> (Format: Month Day, Yecar)

<<first_namec>> <<middle_name>> <<last_name>> <’<suffix>>
<<address_1>>

<<address_2>>

<<city>>, <<statc_provincc>> <<postal_codc>>

<<country>>

<<b2b_text_1 (NOTICE OF SECURITY INCIDENT) / (NOTICE OF DATA BREACH)>>

Dear <<First Name>> <<Last Namc>>:

1at may aflect the sccurity of your personal
d CPS has your information duc to is
cc of caution, we arc writing to let you know
sonal information if you want.

Complcte Payroll Solutions (“CPS”) writes to inform you of an inci
information. CPS provides payroll and HR software solutions to its cu
relationship with <<b2b_text 3 (Data Owner Name)>>. Out of an abun
what happened, what we have done, and what you can do to prégett your

What Happened? On or around March 10, 2024, CPS ig

icious activity in its systems. CPS then quickly
nt. This investigation identified that an unknown,
mformation stored on CPS’ systems. CPS then conducted a
tify if any sensitive information was at risk and to whom

unauthorized individual accessed and or acquired
thorough investigation and review of the impacla les
the information belonged.

What Information Was Involved? The u
your <<b2b_text_2 (name, [impacted dataf)>>

ndividual likely accessed and or acquired information including

What We Are Doing. The confidénti iwacy, and sccurity of information in our carc is one of our highest prioritics.
When we discovered this incige i iately resct system passwords, added extra layers of security, and investigated
what data may be at risk. isowotific law cnforcement. We are continuing to work to lower the chances of something

like this happening again.

As an added precaution, we would like to offer you <<ServiceTerminMonths>> months of complimentary access to
identity monitoring services through Kroll. If you wish to reccive these services, you must activate by following the
below activation instructions as we arc unable to activate these services on your behalf.

What You Can Do. We encourage you to remain vigilant against incidents of identity theft and fraud and to review your
accounts statements and credit reports to detect errors or suspicious activity. You can find more information about obtaining
a free copy of your credit report, protecting against potential identity theft and fraud, and other resources availablce to you
in the enclosed Steps You Can Take to Help Protect Your Information. You may also activate the complimentary identity
monitoring scrvices available to you; detailed instructions for activating these services arc enclosed.

For More Information. We understand that you may have questions about this incident that are not addressed in this
letter. If you have additional questions, or need assistance, please contact us at (866) 651-3804 between 8:00 a.m. to 5:30 p.m.
Central Time, excluding major U.S. holidays.

Sincerely,

Complete Payroll Solutions

ELN-23222 7781



S1EPS YOU CaAN TAkE To HeELe PROTECT YOUR INFORMATION

Enroll in Monitoring Services

Visit https:/enroll.krollmonitoring.com to activate and take advantage of your identity monitoring scrvices.
You have until <<b2b_text_Guctivation deadline)>> to activate your identity monitoring services.
Mcmbership Number: <«<«Membership Number s_n>>

For morc information about Kroll and your Identity Monitoring services, you can visit info.krollmonitoring.com.

Monitor Your Accounts

Under U.S. law, a consumer is entitled to one free credit report annually from cach of the three major credit reporting
burcaus, Equifax, Expcerian, and TransUnion. To order a free credit report, visit www.annualcreditreport.com or call,
toll-free, 1-877-322-8228. Consumcrs may also directly contact the three major credit reporting burcaus listed below to
request a free copy of their credit report.

Consumers have the right to place an initial or extended “fraud alert” on a credit file at no cost. An initial fraud alert is
a l-ycar alert that is placed on a consumer’s credit file. Upon sceing a fraud alert display on a consumer’s credit file,
a business is required to take steps to verify the consumer’s identity before extending new credit. If consumers are the
victim of identity theft, they are entitled 1o an extended fraud alert, which is a fraud alert lasting scven years. Should
consumecrs wish to place a fraud alert, pleasc contact any of the three nmm credit reporting burcaus listed below.

As an alternative to a fraud alert, consumers have the right to placc a cwdxt freczc” on a credit report, which will prohibit
a credit burcau from releasing information in the credit report without fht. «<ongsumer’s cxpress authorization. The credit
frecze is designed to prevent credit, loans, and services fromsbeing approy ed in a consumer’s name without consent.
Howcver, consumers should be aware that using a credit freczo totake control over who gets access to the personal and
financial information in thew credit report may delay, mtmtcrc mth or prohibit the timely approval of any qubacquuu
request or application they make regarding a new loan, eredit, moxtgzdgm or any other account involving the cxtension
ol credit, Pursuant w lederal law, consumers canpot be chagged (o place or hit a credit frecze on thew eredit report, o
reguest a credir freeze. individuals may need to provide some or all of the following information:

ool name (meladine middle mita? asvwellas Ie Se 1T ete):

2. Social Sceurity number: p

3. Datc of birth; . “

4. Addresses for the pr 101 \\oto h\c yca:s

5. Proof of current 1dd|css such‘as acurrent utility bill or telephone bill;

6. Alcgible photocopy of a govcmmcnt issucd identification card (state driver’s licensc or 1D card, ctc.); and

7. A copy of cither the police report, investigative report, or complaint to a law enforcement agency concerning
identity theft if they are a victim of identity theft.

Should consumers wish to place a credit freeze or fraud alert, please contact the three major credit reporting burcaus listed
below:

Equifax Experian TransUnion
https://www.cquifax.com/personal/eredit- | https://www.experian.com/help/ | https:/www.transunion.comv/credit-
report-services/ help
1-888-298-0045 1-888-397-3742 1-800-916-8800
Equifax Fraud Alcrt, P.O. Box 105069 Experian Fraud Alert, P.O. Box TransUnion Fraud Alert, P.O. Box
Atlanta, GA 30348-5069 9554, Allen, TX 75013 2000, Chester, PA 19016
Equifax Credit Freeze, P.O. Box 105788 Experian Credit Freeze, P.O. TransUnion Credit Frecze, P.O. Box
Atlanta, GA 30348-5788 Box 9554, Allen, TX 75013 160, Woodlyn, PA 19094

Additional Information

Consumers may further educate themsclves regarding identity theft, fraud alerts, credit freezes, and the steps they can
take to proteet your personal information by contacting the consumer reporting burcaus, the Federal Trade Commission,
or their statc Attorncy General, The Federal Trade Commission may be reached at: 600 Pennsylvania Avenue NW,



Washington, D.C. 20580; www.identitytheft.gov; 1-877-ID-THEFT (1-877-438-4338); and TTY: 1-866-653-4261. The
Federal Trade Commission also encourages those who discover that their information has been misused to file a complaint
with them. Consumers can obtain further information on how to file such a complaint by way of the contact information
listed above. Consumers have the right to file a police report if they cver experience identity theft or fraud. Please note
that in order to file a report with law enforcement for identity theft, consumers will likely need to provide some proof that
they have been a victim. Instances of known or suspected identity theft should also be reported to law enforcement and
the relevant state Attorney General. This notice has not been delayed by law enforcement.

For District of Columbia residents, the District of Columbia Attorney General may be contacted at: 400 6th Strect, NW,
Washington, D.C. 20001; (202) 442-9828; and oag.dc.gov.

For Maryland residents, the Maryland Attorncy General may be contacted

‘v St. Paul Place, 16th Floor, Baltimore,
MD 21202; 1-410-576-6300 or 1-888-743-0023; and https:/www.marylafdattornevgencral.gov/,

For New Mexico residents, consumers have rights pursum‘to air Crédit Reporting Act, such as the right to be told
if information in their credit file has been used against them r 0 know what is in their credit file, the right to ask
for their credit score, and the right to dispute incomy I rrate information. Further, pursuant to the Fair Credit
Reporting Act, the consumer reporting burcaus must
consumer reporting agencics may not report outda
must give consent for credit reports to be provide
insurance based on information in their ¢
have additional rights under the Fair Credi
military personnel have specific additi
to review their rights pursuant (o't

summary_your-rights-under-féra.jjd iting Consumer Responsc Center, Room 130-A, Federal Trade Commission,
600 Pennsylvania Ave. N.W., Wash

tivc information; access to consumers’ files is limited; consumers
ployers; consumers may limit “presereened” offers of credit and
consumers may scck damages from violators. Consumers may
& Act not summarized here. Identity theft victims and active-duty

Pk Attorncy General may be contacted at: Office of the Attorney General, The
-800-771-7755; or https://ag.ny.gov.

For New York residents, the New
Capitol, Albany, NY 12224-0341;

For North Carolina residents, the North Carolina Attorncy General may be contacted at: 9001 Mail Service Center,
Raleigh, NC 27699-9001; 1-877-566-7226 or 1-919-716-6000; and www.ncdoj.gov.

For Rhode Island residents, the Rhode Island Attorncy General may be reached at: 150 South Main Street, Providence,
R102903; www.riag.ri.gov; and 1-401-274-4400. Under Rhode Island law, individuals have the right to obtain any
police report filed in regard to this event. There are approximately |#] Rhode Island residents that may be impacted by
this cvent.
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TAKE ADVANTAGE OF YOUR IDENTITY MONITORING SERVICES

You have been provided with access to the following services from Kra

Single Bureau Credit Monitoring

for instance, when a new line of credit is applicd for
option to call a Kroll fraud specialist, who will be

You will receive alerts when there are changes to your cncd%t dz}

in your name. If you do not rccognize the activity, you will

able to help you determing if it is an indicator of identity th ¢
o 4

Fraud Consultation

Zﬁg}u‘s’f@d protccnons under the hw, assustancc with fraud alerts, and
interpreting how pu’sonal mtonmtmn is acc & d‘ﬁ‘ﬁdruscd including investigating suspicious activity that could be ticd
to an identity theft event. N

Identity Theft Restoration

If you become a victim of idCngi *;thcft, mfcxpcncnccd Kroll licensed investigator will work on your behalf to resolve
related issues. You will have aceess. to“"1 dedicated investigator who undcrst'mds your issucs and can do most of the
work for you. Your investigator \\’lﬂ be able to dig deep to uncover the scope of the identity theft, and then work to
resolve it

Krolls activation website is only compatible with the current version or one version carlier of Chrome, Firefox, Safari and Edge. To receive credit serviees, you
must be over the age of 18 and have established evedit in the U.S. have a Social Seeurity number i your name. and have a U S. residential address associaed
with your eredit file.



