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Dear Customer,

IMPORTANT N

A security incident occurred at Salem Five that may involve yout persorial information. Investigation
determined that dafa may have been exposed on transactions conducted between February 19, 2020 and
February 27, 2020. Salem Five has reason to believe that your name and address in conjunction with your
financial account number may have been compromised or may be in the possession of unauthorized
individuals, ' '

The Actions We Have Taken / Mitigation Serviecs

Salem Five acts quickly upon receipt of such reportsto protéct.our' customers’ data and accounts. In this
case, as a security precaution, Salem Five has closed out your accounts as requested.

The Actiony We Recommend You Take

1. ‘Please bevigilant, Asalways, your best defense against frandulent activity is to monitor your
account-activity-oftenand closely through ouf fre¢ phiong or Internet access services-and by
reviewing your periodic statements, 'Your vigilance is particulatly important over the next:12.to
‘24 months. If you bécome aware of any inicidents involving the suspected unauthorized useof

your card or your identity, please notify us immediately at the Bank’s phone number below.

2, You have-the right to obtain a police report. As of the date of this letter, Salem Five is uinaware
ofany policy report having been field in regard 1o this incident, 1f you discover suspicious

activity on your credit repott, your accounts or by any other means, you fiay wish to file a police:
repott, You have a right to obtain a copy of any police report you file.

3. Learn'more about identity theft, The Federal TradeCommission’s (FTC) web site provides -
Anformation and gitidance about steps you can fake to protect against identity theft, fraud alerts and

security freezes, and where you can'report suspected identity theft to the FTC. Salem Five

encourages you to repart any incidents of identity theft: The web site:is www fic.gov.or

www. consumgr. goviidihell. You may report suspected identity theft to the FTC at 877-438-4338

(§77-ID-THEFT), 1-866-653-4261 (TTY); www.identitytheft.gov/steps and 600 Pennsylvania

Avenue, NW, Washington DC 20580,

4, Contact consumer reporting agencies. You may contact the fraud departments of thethtee:
‘major consuter reporting agencies to discuss your options. You may obtain your report froi the.
consunter feporting agencies; you may also receive.one free annual credit report at
WIrW, angrfg{.cradf’tregort. com. You have the right to place a free 90-day fraud alett on your credit

file which wilj let creditors know to contact you beforé opening new accourits and may delay your
ability to obtain eredit. To place a fraud alert, contact the consumer reporting agencies below:

Experian Bquifax TransUnion
www.experian.com www.equifax.com www.trangunion.com

(888) 397-3742 (877) 478-7625 (800) 680-7289
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5. You have the right-to placea security freeze on your consumer credit report, Federal law
_mandates that a consumer reporting agency allow a consumer to place, lift, or rémovea
security freeze “free of éharge.” The secutity freeze prohibits a consumer reporting agency-from
releasing information in your consumer repart without your-express authorization, A security
fregze may be requested by sending a request either by toll-free telephorie, secure electronic means
(Bquifax Security Freeze 1-800-349-9960 hitp s'..’[w»vw'.eg.gjf.gx,com/pe:‘songI/credit-regg;ﬁt_é _
services; Experian Security Freeze 1-888-397-3742 hitpsi//wwiw experian com/freeze/center.itml;
TransUnion Security Freezo 1-888-909-8872 hitps:/ www,transunion com/eredit-freeze)-or matl
{certified, overnight, regular stamped) to 4 consumer reporting agency. The security freeze is
designed to prevent credit, loans orservices from being approved in your name without your
consent. ‘A security freeze may delay, interfere with, or prevent the timely approval of any
subsequent oredit request of application you make regarding new loans,, credit; mortgage, ;
insurance, government services or payments, rental-housing, employment; investment, ficense,

cellular phone, utilities, digital signatilre, internef credit card transactions or other-services,
including an extension of credit at point of sale. :

In order-to request a security freeze, you will need to provide the following information fo the
consumer reporting agency: .

. Yourfull name (including middle initial as well as Jr., Sr., 11, 111, etc.); social security
number; and date.of birth; _ i

»  If you have moved in the past five years, the-addresses where you previously lived in those
years;

v Proof of current address, such as a cutvent utility bill ortelephone bill; ,

» A legible photocopy of a government-issued identification card such as staté driver’s license
or LD, card or a military 1.D. card;

v Social security card, pay stub, or W2; and

»  Ifyou are a victim of identity theft, include a copy of the police report, investigative report, or
complaint to a law enforcement agency concerning the identity theft.

The consumer reporting ageficies have three business days after feceiving your request to place a

security freeze on your ¢redit report, and they must'send 2 written-confifmation to.you within five

‘business days; providing you with a unique personal identification number or password, or both;.
that you can.use to authorize the:removal o lifting of the security freeze,

How We Will Assist You

We will continue fo monitor the effects of the security incident-and take approptiate actions. ‘We apologize’
for:any inconvenience this situation may cause. If you have any questions about this notice, please allow.
our Customer Service Center to assistyou at {800} 850-5000.

Sincerely,

R

Steven. Belt
VP, Customet: Experience Director



