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June 10, 2020

«FullName» «Last_Name»
«DelAddr»
«City», «Stater «ZIPCode»

Re: Notice of Data Breach

Dear «FullNamen,

We recently informed you of an incident affecting MaxLinear and are sending this letter to provide you
with an update and additional information on steps you can take to protect your personal information.

As a precautionary measure, we are offering you free credit monitoring services, Triple Bureau Credit
Monitoring/Triple Bureau Credit Report/Public Records Menitoring/Cyber Monitoring for a period of
eighteen months provided by CyberScout. The service is completely free to you and enrolling in this
program will not affect your credit score. If you enroll in the Triple Bureau Credit Monitoring/Triple Bureau
Credit Report/Public Records Monitoring/Cyber Monitoring product, you will receive alert notifications
for eighteen months from the date of enrollment when changes occur to any of one of your Experian,
Equifax or TransUnion credit files. Also, this service monitors your public records, as well as the dark web
to alert you if your information is found online. In addition, the service includes proactive fraud assistance
- to help with any questions that you might have or in the event you become a victim of identity theft,
which includes $1 million of identity theft reimbursement insurance. These services will be provided by
CyberScout, a company that specializes in identity theft education and resolution.

To enroll in the Triple Bureau Credit Monitoring/Triple Bureau Credit Report/Public Records
Menitoring/Cyber Monitoring services at no charge, please follow the instructions provided below.

To enroll in the service, please email: maxlineardataincident@cyherscout.com and provide:

e Your full Name
¢ Email address
+ Code: vcIOx638ari67

Please provide a brief message that you would like to sign up for the free Monitoring service.



enforcement authority, the Office of the Massachusetts Attorney General, and the FTC. if you believe
your identity has been stolen, the FTC recommends that you take these additional steps:

s Close the accounts that you have confirmed or believe have been tampered with or fraudulently
opened. Fill in and submit the FTC's Identity Theft Affidavit available at www.ftc.gov/idtheft when
you dispute new unauthorized accounts.

» File a local police report. Obtain a copy of the police report and submit it to your creditors and
any others that may require proof of the identity theft crime.

For more information about how to protect yourself from becoming a victim of identity theft, you can
contact:

Federal Trade Commission Office of Massachusetts Attorney General
Bureau of Consumer Protection One Ashburton Place

600 Pennsylvania Avenue NW Boston, MA 02108

Washingtoﬁ, DC 20580 1-617-727-8400

1-877-IDTHEFT {438-4338) www.mass.gov/ago/contact-us.himl

www.ftc.gov/idtheft

You have the right to file and obtain a copy of a police report of the incident. Please note this letter has
not been delayed as a result of a law enforcement investigation.

We deeply regret that this incident happened and any concern that this situation has caused. We take this
situation seriously and have taken and continue to take steps designed to prevent this type of incident
from happening in the future.

If you have questions or concerns, you may reach out to our dedicated call center provided by CyberScout

at 1-800-405-6108 Monday - Friday 8:00 am — 5:00 pm Eastern Standard Time.

Sincerely,

Kathi Guiney
VP of Human Resources



