[DATE]

Dear «firstName» «lastName» :

Re: Privacy Incident

We are writing to inform you of a security incident at Accedian Networks US Inc. which may impact you. We also
wish to advise you of the steps we are taking to continue to protect the personal information of our employces,
consuftants and independent contractors as your privacy is of the utmost importance to us.

What Information Was Involved

Based on Accedian Networks Inc.’s investigation, your name, address, salary or fee schedule and social security
number, was contained on the database that was accessed.

What We Are Doing

Once they discovered this incident, Accedian Networks Inc. immediately began conducting a detailed mvestigation
and hired a leading cybersecurity firm to implement a comprehensive incident response plan, including investigation
of the incident to determine the extent of the compromise, as well as contain the incident. Accedian Networks Inc. has
also reported the incident to the Cybercrime Division of their local police authority and the Canadian Anti-Fraud
Centre. '

As we take the security of our employees, consultants and independent contractors” personal information sericusly,
we wanted to notify you of this incident, as well as to advise you of the steps that are being taken to protect al}

individuals involved.

Please review the “Information About Identity Theft Protection Guide” reference, enclosed here, which describes

additional steps you may iake to help protect yourself, including recommendations from the Federal Trade

Commission regarding identity theft protection and details regarding placing a fraud alert or a security freeze on your
credit file,

Additionally, Accedian is providing you complimentary identity theft and credit monitoring solutions from
CyberScout free of charge for 2 years. Through this you will be able to receive regular alerts to notify you if there are
significant changes on your credit report.

These services provide you with alerts when changes occur to your Experian credit file. This notification is sent to
you the same day that the change or update takes place with the bureau.

To enroll in Credit Monitoring services at no charge, please log on to hitps://www.mvidmanager.com within the next
90 days and follow the instructions provided.
When prompted please provide the following unique code to receive services: «Unique_code»

Please note that the service requires an internet connection and e-mail account and may not be available to minors
under the age of 18 years of age. Please note that when signing up for monitoring services, you may be asked to verify
personal mformation for your own protection to confirm your identity.
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In the unlikely event that your information is abused, CyberScout’s resolution service includes a personal fraud
specialist who will help to resolve any identity fraud issues including working with relevant agencies, busmesses, and
institutions. '

Should you have any guestions on the data incident, or on the CyberScout services, you can contact the CyberScout
Resolution Center through one of the toll-free numbers listed below. ’

« UK: 0808 189 0400 Monday through Friday, 8:00 am — 5:00 pm GMT
¢« USA: 1-800-405-6108 2417 access ‘
« (anada: 1-866-272-1223 Monday through Friday, 8:00 am — 5:00 pm EST

If your country is not listed above, you can request a call back from CyberScout at your preferred date/time. Please
email your name, phone number, unique code, as well as a preferred time of contact (including time zone) and language
to suppori@cyberscout.ca.

For More Information

Should you have any further questions or concerns regarding this matter and / or the protections available to you, you
may contact our dedicated call center at the number or email outlined above.

Sincerely,

Carlo Fidanza, Chief People Officer of Accedian Networks Inc.
Martin Lebeau, Director of Accedian Networks US Inc.

Information About ¥dentity Theft Protection Guide
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Contact information for the three nationwide credit reporting companies is as follows:

Equifax Experian TransUnion
800-525-0285 888-397-3742 800-680-7289
Consumer Fraud Division Consumer Fraud Assistance - Fraud Victim Assistance
P.O. Box 740256 P.O. Box 9536 Allen, Department
Atlanta, GA 30348 TX 75013 P.Q. Box 2000 Chester,
www.equifax.com WWW.experian.com PA 19016

WWW.Iransunion.com

The following information reflects recommendations from the Federal Trade Commission regarding identity theft
protection.

Free Credit Report. We remind you to be vigilant for incidents of fraud or identity theft by reviewing your account
statements and free credit reports for any unauthorized activity. You may obtain a copy of your credit report, free
of charge, once every 12 months from each of the three nationwide credit reporting companies. To order your
annual free credit report, please visit www.annualcreditreport.com or call toll free at 1-877-322-8228. You can also
order your annual free credit report by mailing a completed Annual Credit Report Request Form (available from
the U.S. Federal Trade Commission’s (“FTC”) website at www.consumer.fte.gov) to: Annual Credit Report
Request Service, P.O. Box 105281, Atlanta, Georgia 30348-5281.

Medical Privacy. We recommend that you regularly review the explanation of benefits statements that you receive
from your insurer. If you see any service that you believe you did not receive, please contact your insurer at the
number on the statement. If you do not receive regular explanation of benefits statements, contact your provider and
request them to send such statements following the provision of services in your name or number.

You may want to order copies of your credit reports and check for any medical bills that you do not recognize. If
you find anything suspicious, call the credit reporting agency at the phone number on the report. Keep a copy of
this notice for your records in case of future problems with your medical records. You may also want to request a
copy of your medical records from your provider, to serve as a baseline. - :

For California residents: We also suggest that you visit the website of the California Office of Privacy
Protection at www.privacy.ca.gov to find more information about your medical privacy.

Fraud Alert. You may place a fraud alert in your file by calling one of the three nationwide credit reporting
agencies above. A fraud alert tells creditors to follow certain procedures, including contacting you before they open
any new accounts or change your existing accounts. For that reason, placing a fraud alert can protect you, but also
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may delay you when you'seek to obtain credit. Pursuant to the Economic Growth, Regulatory Relief, and Consumer
Protection Act, you may place a fraud alert on your file free of charge.

For Colorado and Illinois residents: You may obtain additional information from the credit reporting
agencies and the FTC about fraud alerts,

Security Freeze. You have the ability to place a secunity freeze on your credit report free of charge. A security freeze
is intended to prevent credit, loans and services from being approved in your name without your consent. To place a
security freeze on your credit report, you may be able to use an online precess, an automated telephone line, or a
written request to any of the three credit reporting agencies listed above.

The following information must be included when requesting a security freeze (note that if you are requesting a
security freeze for your spouse, this information must be provided for hinvher as well}y: (1) full name, with middie
initial and any suffixes; (2) Social Security number; (3) date of birth; (4) current address and any previous addresses
for the past five years; and (5) any applicable mcident report or complai;it with a law enforcement agency or the
Registry of Motor Vehicles, The request must also include a copy of a2 government-issued identification card and a
copy of a recent utility biil or bank or insurance statement. It is essential that each copy be legible, display your
name and current mailing address, and the date of issue. The credit reporting agencies may charge a'fee to place a
freeze, temporarily lift or permanently removeit. The fee is waived if you are a victim of identity theft and have
submitted a valid investigative or law enforcement report or complaint relating to the identity theft incident to the
credit reporting agencies. {You must review your state’s requirement(s) and/or credit bureau requirement(s) for the
specific document{s) to be submitted.) Pursuant to the Economic Growth, Regulatory Relief, and Consumer
Protection Act, you may place a security freeze on your credit report free of charge.

Federal Trade Commission and State Attorneys General Offices. If you believe you are the victim of identity
theft or have reason o believe your personal information has been misused, you should tmmediately contact the
Federal Trade Commission and/or the Attorney General’s office in your home state. You may also contact these
agencies for information on how to prevent or aveid identity theft. You may contact the Federal Trade Conunission,
Consumer  Response  Center, 600 Pennsylvania  Avenue, NW, Washington, D.C. 20580,
www Tic gov/hepledu/micrositesfidihefy/, 1-877-1DTHEFT (438-4338).

For Maryland residents: You may contact the Maryland Office of the Attorney General, Consumer
Protection Division, 200 St. Paul Place, Baltimore, MD 21202, www.oag.state.md.us, 1-888-743-0023.

For North Carolina residents: You may contact the North Carolima Office of the Attorney General,
Consumer Protection Division, 9001 Mail Service Center, Raleigh, NC 27699-9001, www.ncdo].gov, 1~
877-566-7226.
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For Rhode Island residents: You may contact the Rhode Island Office of the Attome)} General, 150
South Main Street, Providence, RI 02903, htip:/www.riagyi sov, 401-274- 4400.

Reporting of identity thefi and obtaining a police report. You have the right to obtain any police report filed in
the United States in regard to this incident. If you are the victim of fraud or identity theft, you also have the right to
file a police report.

For Fowa residents: You are advised to report any suspected identity theft to law enforcement or
to the lowa Attorney General.

For Massachusetts residents: You have the right to obtain a police report if you are a victim of identity
theft. You also have a right to file a police report and obtain a copy ofit.

For Oregon residents: You are advised to report any suspected identity theft to law enforcement, the
Federal Trade Commission, and the Oregon Attorney General.

For Rhode Island residents: You have the right to file or obtain a police report regarding this
incident.
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[DATE]
Dear «firstName» «lastName» :
Re: Privacy lncident

We are writing to inform you of a security incident at Accedian Networks US Inc. which may impact you. We also
wish to advise you of the steps we are taking to continue to protect the personal information of our employees,
consultants and independent contractors as your privacy is of the utmost importance to us.

What Information Was Involved

Based on Accedian Networks Inc.’s investigation, your name, address, salary or fee schedule and social security
number, was contained on the database that was accessed.

What We Are Doing

Once they discovered this incident, Accedian Networks Inc. immediately began conducting a detailed investigation
and hired a leading cybersecurity firm to implement a comprehensive incident response plan, including investigation
of the incident to determine the extent of the compromise, as well as contain the incident. Accedian Networks Inc. has
also reported the incident to the Cybercrime Division of their local police authority and the Canadian Anti-Fraud
Centre.

As we take the security of our employees, consultants and independent contractors’ personal information seriously,
we wanted to notify you of this incident, as well as to advise you of the steps that are being taken to protect afl
individuals involved.

Please review the “Information About Identity Theft Protection Guide” reference, enclosed here, which describes
additional steps you may take to heip protect yourself, including recommendations from the Federal Trade
Commission regarding identity theft protection and details regarding placing a fraud alert or a security freeze on your
credit file.

Additionally, Accedian is providing you complimentary identity theft and credit monitoring solutions from
CyberScout free of charge for 2 years. Through this you will be able to receive regular alerts to notify you if there are
significant changes on your credit report.

These services provide you with alerts when changes occur to your Experian credit file. This notification is sent to
you the same day that the change or update takes place with the bureau.

To enroll in Credit Monitoring services at no charge, please log on to https/www myidmanager.com within the next
90 days and follow the instructions provided.
When prompted please provide the following unique code to receive services: «Unique_code»

Please note that the service requires an internet connection and e-mail account and may not be available to minors
under the age of 18 years of age. Please note that when signing up for monitoring services, you may be asked to verify
personal information for your own protection to confirm your identity.
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In the unlikely event that your information is abused, CyberScout’é resolution service includes a personal fraud
specialist who will help to resolve any identity fraud issues including working with relevant agencies, businesses, and
institutions.

Should you have any questions on the data incident, or on the CyberScout services, you can contact the CyberScout
Resolution Center through one of the toll-free numbers listed below.

«  UK: 0808 189 0400 Manday through Friday, 8:00 am — 5:00 pm GMT

+ USA: 1-800-405-6108 '24/7 access
+ Canada: 1-866-272-1223 Monday through Friday, 8:00 am — 5:00 pm EST

H your country is not listed above, you can request a call back from CyberScout at your preferred date/time. Please
ermail your name, phone number, unigue code, as well as a preferred time of contact (including time zone) and language
to supportécyberscout.ca. )

For More Information

Should you have any further questions or concerns regarding this matter and / or the protections available to you, you
may contact our dedicated call center at the naumber or email outlined above,

Sincerely,

Carlo Fidanza, Chief People Officer of Accedian Networks Inc.
Martin Lebeau, Director of Accedian Networks US Inc.

Information About Identity Theft Protection Guide
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Contact information for the three nationwide credit reporting companies is as follows:

Equifax Experian TransUnion
800-525-6285 888-397.3742 800-680-7289
Consuraer Fraud Division Consumer Fraud Assistance Fraud Vietim Assistance
P.0. Box 740256 P.0. Box 9556 Allen, Department
Atlanta, GA 30348 TX 75013 P.O. Box 2000 Chester,
www.equifax.com : WWw.experian.com PA 19016

Www. transunion.com

The following information reflects recommendations from the Federal Trade Commission regarding identity theft
protection.

Free Credit Report. We remind you to be vigilant for incidents of fraud or identity theft by reviewing your account
statements and free credit reports for any unauthorized activity. You may obtain a copy of your credit report, free
of charge, once every 12 months from each of the three nationwide credit reporting companies. To order your
annual free credit report, please visit www annualereditreport.com or call toll free at 1-877-322-8228. You can also
order your annual free credit report by mailing a completed Annual Credit Report Request Form (available from
the U.S. Federal Trade Commission’s (“FTC”) website at www.consumer.fic.gov) to: Annual Credit Report
Request Service, P.O. Box 105281, Atlanta, Georgia 30348-5281.

Medical Privacy. We recommend that you regularly review the explanation of benefits statements that you receive
from your insurer. If you see any service that you believe you did not receive, please contact your insurer at the
number on the staternent. If you do not receive regular explanation of benefits statements, contact your provider and
request them to send such statements following the provision of services in your name or number.

You may want to order copies of your credit reports and check for any medical bills that you do not recogmze. 1T
you find anything suspicious, call the credit reporting agency at the phone number on the report. Keep a copy of
this notice for your records in case of future problems with your medical records. You may also want to request a
copy of your medical records from your provider, to serve as a baseline.

For California residents: We also suggest that you visit the website of the California Office of Privacy
Protection at www.privacy.ca.gov to find more information about your medical privacy.

Fraud Alert. You may place a fraud alert in your file by calling one of the three nationwide credit reporting
agencies above. A fraud alert tells creditors to follow certain procedures, including contacting you before they open
any new accounts or change your existing accounts. For that reason, placing a fraud alert can protect you, but also
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may delay you when you seek to obtain credit. Pursuant to the Economic Growth, Reguiatoly Relief, and Consumer
Protection Act, you may place a fraud alert on your file free of charge.

For Colorado and IHinois residents: You may obtain additional information from: the credit reporting
agencies and the FTC about fraud alerts.

Security Freeze. You have the ability to place a security freeze on your credit report free of charge. A security freeze
is intended to prevent credit, loans and services from being approved in your name without your consent. To place a
security freeze on your credit report, you may be able to use an online process, an automated telephone line, or a
written request to any of the three credit reporting agencies listed above.

The following information must be included when requesting a security freeze (note that if you are requesting a
security freeze for your spouse, this information must be provided for him/her as well): (1) full name, with middie
initial and any suffixes; (2) Social Security number; (3) date of birth; (4} current address and any previous addresses
for the past five years; and (5) any applicable incident report or complaint with a law enforcement agency or the
Registry of Motor Vehicles. The request must also include a copy of a government-issued identification card and a
copy of a recent ufility bill or bank or insurance statement. It is essential that each copy be legible, display your
name and current mailing address, and the date of issue. The credit reporting agencies may charge a fee to place a
freeze, temporarily lift or permanently removeit. The fee is waived if you are a victim of identity theft and have
submitted a valid investigative or law enforcement report or complaint relating to the identity theft incident to the
credit reporting agencies. (You must review your state’s requirement(s) and/or credit bureau requirement(s) for the
specific document(s) to be submitted.) Pursuant to the Economic Growth, Regulatory Relief, and Consumer
Protection Act, you may place a security freeze on your credit report free of charge.

Federal Trade Commission and State Attorneys General Offices. If you believe you are the victim of identity
theft or have reason to believe your personal information has been misused, you should immediately contact the
Federal Trade Commission and/or the Attorney General’s office in your home state. You may. also contact these
_agencies for information on how to prevent or avoid identity theft. You may contact the Federal Trade Conmassion,
Consumer  Response  Center, 600 Pennsylvania Avenue, NW, Washington, D.C. 20580,
www.{tc. gov/bep/edu/microsites/idtheft/, 1-877-IDTHEFT (438-4338), ’

For Maryland residents: You may contact the Maryland Office of the Attorney General, Consumer
Protection Division, 200 St. Paul Place, Baltimore, MD 21202, www.oag state.md.us, 1-888-743-0023.

For North Carolina residents: You may contact the North Carolina Office of the Attorney General,
Consumer Protection Division, 900! Mail Service Center, Raleigh, NC 27699-9001, www.ncdor.gov, 1-
877-566-7226.
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" For Rhode Island residents: You may contact the Rhode Island Office of the Attorney General, 150
South Main Street, Providence, RI 02903, htip://www.tlag..sov, 401-274- 4400.

Reporting of i&entity theft and obtaining a police report. You have the right to obtain any police report filed in
the United States in regard to this incident. If you are the victim of fraud or identity theft, you also have the right to
file a policereport.

For lowa residents: You are advised to report any suspected identity theft to law enforcerment or
to the Iowa Attorney General.

For Massachusetts residents: You have the right to obtain a police report if you are a victim of identity
theft. You also have a right to file a police report and obtain a copy ofit.

For Oregon residents: You are advised to report any suspected identity theft to law enforcement, the
Federal Trade Commission, and the Oregon Attorney General. '

For Rhode Island residents: You have the right o file or obtain a police report regarding this
mcident.
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