Mail Code (OH4-V020)
3415 Vision Drive
Columbus, OH 43219-6009

Qctober 7, 2020

Name
Address
City State Zip code

Importa nt Information; Impoitant information regarding a privacy incident
Reference Number: PRI-12388860

Dear XXXX:

Wae are writing to notify you about an incident related to your personal and financial information.
Here is what happened

An employee mistakenly emailed a copy of your distribution agreement form for The XXXX Trust to another
individual. The form contained your and XXXX names, account number ending in XXXX, and email address.

The recipient reported the incident to us and advised us that they had deieted the email.

The privacy and securily of your information are important to us. We deeply regret any concern or
inconvenience resulting from this issue and are committed to working with you to help minimize any potential
impact.

Important next steps
Please read the enclosed document for additional information on protective measures you can take,
For more information

If you have questions, please do not hesitate to contact Client Services at 248-706-8503; we accept operator
relay calls.

Enclosed: Additional Steps to Help Protect Yourself document
U.S. State Notification Requirements

' Additional Sieps to Help Protect Yourself T

JPMosgan Chase Bank, N.A. and its affiliates (collectively “JPMCB”) offer investment products, which may include bank-managed accounts and
custady, as part of its trust and fiduciary services. Other investment products and services, such as brokerage and advisory accounts, are offered
through 1.P. Morgan Securities LLC {JPMS), a member of FINRA and $IPC. Annuities are made available through Chase Insurance Agency, inc. (CIA), a
licensed insurance agency, doing business as Chase Insurance Agency Services, Inc. in Florida, JPMCB, JPMS and CIA are affiliated companies under
the caommon control of JPMorgan Chase & Co. Products not available in all states.

INVESTMENT AND INSURANCE PRODUCTS ARE:

* NOT A DEPOSIT = NOT FDIC iNSURED « NOT INSURED BY ANY FEDERAL GOVERNMENT AGENCY = NO BANK GUARANTEE + MAY LOSE VALUE




Place a one year fraud alert on your credit file -

An initial one year fraud alert indicates to anyone requesting your credit file that you suspect you are a victim
of fraud. When you or someone else attempts to open a credit account in your name, increase the credit fimit
on an existing account, or obtain a new card on an existing account, the lender should take steps to verify
that you have authorized the request, If the creditor cannot verify this, the request should not be satisfied. You
may contact one of the credit reporting companies below for assistance.

Equifax Experian TransUnion

PO Box 105068 PO Box 9554 PO Box 2000
Atlanta, GA 30348 Allen, TX 75013 Chester, PA 19016
1-800-525-6285 1-888-397-3742 1-800-680-7289
equifax.com experian.com ~ transunion.com

Place a security freeze on your credit fife

If you are very concerned about becoming a victim of fraud or identity theft, a security freeze might be right for
you. Placing a security freeze on your credit report will prevent lenders and others from accessing your credit
report, which will prevent them from extending credit. It may also delay, interfere with, or prevent the timely
approval of any requests you make for new loans, credit, mortgages, employment, housing or other services.
With a security freeze in place, you will be required to take special steps when you wish to apply for any type
of credit. This process is also completed through each of the three credit reporting companies.

Order your free annual credit reports

Visit www.annualcreditreport.com or call 1-877-322-8228. Once you receive your credit reporis, review them
for discrepancies. Identify any accounts you did not open or inquiries from creditors that you did not authorize.
Verify all information is correct. If you have questions or notice incorrect information, contact the credit
reporting company.

Manage your personal information

Take steps such as carrying only essential documents with you, being aware of whom you are sharing your
personal information with and shredding receipts, statements and other sensitive information, as well as
utilizing anti-virus software on your computer while keeping it updated.

Use tools to monitor your credit and financial accounts

Carefully review your credit reports and bank, credit card and other account statements. Be proactive and
create alerts on credit cards and bank accounts to notify you of activity. If you discover unauthorized or
suspicious activity on your credit report or by any other means, file an identity theft report with your local
police and contact a credit reporting company.

Contact your J.P. Morgan team to report any unauthorized transactions. We can provide copies of past
statements at no cost to you and will work with you fo close your account(s) and open new ones, with new
account numbers.

Obtain more information about identity theft and ways to protect yourself

« Visit experian.com/blogs/ask-experian/category/credit-advice/fraud-and-identity-theft/ for general
~ information regarding protecting your identity.

« The Federal Trade Commission has an identity theft hotline, which you can reach by calling
877.438.4338 or 866.653.4261 (TTY). They also provide information online at www fic.gov/fidtheft.

U.S. State Notification Requirements

For residents of California, Hawaii, lllinois, lowa, Maryland, Michigan, Missouri, New Mexico, North Carolina, Oregon,
Vermont, Virginia, West Virginia,_and Wyoming:




It is recommended by state law that you remain vigilant for incidents of fraud and identity theft by reviewing financial account
statements carefully and monitoring your credit report for unauthorized activity. You may request your free annual credit report,
whether or not you suspect any unauthorized activity on your account, by visiting www.AnnuaiCreditReport.com or calling 1-877-
FACTACT (1-877-322-8228). You may also obtain a free copy of your credit report by contacting any one or more of the national
cansumer reporting agencies listed below. They can also provide you with information about fraud alerts and security freezes,

Equifax Experian TransUnion

PO Box 740241 PO Box 2002 PO Box 1600
Aflanta, GA 30374 Allen, TX 75013 _ Chester, PA 19016
1-866-349-5191 1-888-397-3742 1-800-888-4213
equifax.com experian,com fransunion.com

For residents of Jowa:
State law advises you to report any suspected identity theft to law enforcement or to the Attorney General.

For residents of Oregon:
State laws advise you to report any suspected identity theft to law enforcement, as well as the Attornay General and the Federal
Trade Commission.

For residents of District of Columbia, lllinois, Maryland, New York, North Carolina, and Rhode Island:

State laws require us to tefl you that you can obtain information from the Federal Trade Commission about steps you can take fo
avoid identity theft (including how to place a fraud alert or security freeze). If you are a District of Columbia, Maryland, New York,
North Carolina or Rhode Island resident, you may also be able to obtain this information from your state’s Attorney General.

MD Attorney General’s Office NC Aftorney General’s Office Federal Trade Commission
Consumer Protection Division Consumer Protection Division Consumer Response Center
200 St. Paut Place 8001 Mail Service Center 600 Pennsylvania Avenue, NW
Baltimore, MD 21202 Raleigh, NC 27639-0004 Washington, DC 20580
1-888-743-0023 1-877-566-7226 1-877-IDTHEFT (438-4338)
oag state.md,us nodol.gov ftc.govibepleduimicrositesfidtheft/
RI Attorney General's Office NY Attorney General’s Office DC Atterney General’s Office
Consumer Protection Division Bureau of Internet and Technology Consumer Protection

160 South Main Street 28 Liberty Street 441 4% Street, NW

Providence, Rl 02903 : New York, NY 10005 Washington, DC 20001
1-401-2744400 1-212-416-8433 1-202-727-3400

tiag.rigoy - ag.ny.govfinternetiresource-center oaq.de.gov/consumer-

protection/consumer-alert-identity-theft

For residents of Connecticut, District of Columbia Massachusetts, New Mexico, Rhode Isiand, and West Virginia:

You have the right to place a security freeze on your credit report. This prohibits a credit reporting agency from releasing any
information about your credit report without yourwritten authorization. However, placing a security freeze also may delay, interfera
with, or prevent the timely approval of any requests you make for new loans, credit, mortgages, employment, housing or other
services. You can place a security freeze on your credit report free of charge.

If you are the victim of identity theft, you have the right to file a police report and obtain a copy. For instructions on how to place a
security freaze, visit the websites of all three major credit reporting agencies, call or write them,

When requesting a security freeze, you may reed to include the following:
» Your full name, with middle initiaf as well as Jr., Sr M, etc,
+ Social Security number
+ Date of birth
+ Current address and all addresses for the past two years
» Proof of current address such as 4 current utility bill or telephone bif

+ Legible copy of a government-issued identification card, such as a state driver's license, state identification card, or military
identification

Equifax Security Freeze Experian Security Freeze TransUnion Security Freeze
PO Box 105788 PO Box 9554 PO Box 160

Atlanta, GA 30348 Allen, TX 75013 Woodlyn, PA 10094
1-800-349-9950 1-888-307-3742 ' 1-888-909-8872

equifax.com experian.com transunion.com




