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Cybersecurity Headlines

Official Security Bulletins
Headlines from List of Official Government Sources

Cybercrimes, Scams & Incidents
Headlines related to cybercrimes and scams including international cybersecurity news and high-profile incidents like ransomware and

malware attacks

Palo Alto Networks Confirms Exploitation of Firewall Vulnerability
www.securityweek.com

Palo Alto Networks confirmed to SecurityWeek on Monday that CVE-2025-0108 can be chained with vulnerabilities such as CVE-
2024-9474, allowing unauthorized access to unpatched and unsecured firewalls.. The company noted in its updated advisory that a …

Lee Enterprises says cyberattack will likely have material impact
www.cybersecuritydive.com

Lee Enterprises, a major U.S. newspaper chain, said an internal investigation indicates hackers encrypted critical applications and 
exfiltrated certain data in a Feb. 3 cyberattack that it now expects will have a material impact on its financial cond…

Chinese hackers breach more US telecoms via unpatched Cisco routers - BleepingComputer
www.bleepingcomputer.com

China's Salt Typhoon hackers are still actively targeting telecoms worldwide and have breached more U.S. telecommunications 
providers via unpatched Cisco IOS XE network devices.

Industry News
Headlines collected from across the cybersecurity industry related to legislation, business, and big tech

It's Time to Consolidate Cybersecurity Regulations
www.govtech.com

An ever-growing number of regulations and standards leaves many government cyber experts wondering if more guidelines 
necessarily equate to better cybersecurity.

Texas investigating DeepSeek for violating data privacy law
therecord.media

Attorney General Ken Paxton’s office requested relevant documents from Google and Apple, seeking their “analysis” of DeepSeek 
and asking what documentation they required from the company before they made it available on their app stores.

New York’s health data privacy bill would make state toughest in nation
statescoop.com

The broad geographic scope offered by a bill recently sent to the desk of Gov. Kathy Hochul would give New York some of the most 
thorough health data privacy protections in the nation.
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Cybercriminals Can Now Clone Any Brand's Site in Minutes Using Darcula PhaaS v3 - The Hacker News
thehackernews.com

The cybersecurity company said it has detected and blocked more than 95,000 new Darcula phishing domains, nearly 31,000 IP 
addresses, and taken down more than 20,000 fraudulent websites since it was first exposed in late March 2024.. The biggest chan…

How Phished Data Turns into Apple & Google Wallets
krebsonsecurity.com

Carding — the underground business of stealing, selling and swiping stolen payment card data — has long been the dominion of 
Russia-based hackers.

Trump picks Sean Cairncross for national cyber director
cyberscoop.com

President Donald Trump has selected Sean Cairncross — a former White House and Republican National Committee official and the 
former CEO of the Millennium Challenge Corporation, a federal foreign aid agency — to be his national cyber director.. Cairn…

Trump, China, Russia: How Geopolitical Tensions Increase Cyber Risk
www.infosecurity-magazine.com

The world’s business leaders are worried. Donald Trump’s return to power and the growing hostility of China and Russia are 
upending 80 years of international rules-based order. In its place is emerging a more chaotic and volatile world, where conflic…
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