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Week in Review: Hegseth orders stand down, Mark Cuban’s lifeline
cisoseries.com

Cyber Command ordered to stand down, SolarWinds CISO says security execs nervous about liability, Mark Cuban offers to fund tech unit

CISA Releases Eight Industrial Control Systems Advisories
www.cisa.gov

CISA released eight Industrial Control Systems (ICS) advisories on March 4, 2025. These advisories provide timely information about current security issues, vulnerabilities, and exploits surrounding ICS.

Cybercrimes, Scams & Incidents
Headlines related to cybercrimes and scams including international cybersecurity news and high-profile incidents like ransomware and

malware attacks

Hegseth orders suspension of Pentagon's offensive cyberoperations against Russia | AP News - Associated Press
News
apnews.com

WASHINGTON (AP) — Defense Secretary Pete Hegseth has paused offensive cyberoperations against Russia by U.S. Cyber Command, 
rolling back some efforts to contend with a key adversary even as national security experts call for the U.S. to expand those …

Microsoft Teams tactics, malware connect Black Basta, Cactus ransomware - BleepingComputer
www.bleepingcomputer.com

New research has uncovered further links between the Black Basta and Cactus ransomware gangs, with members of both groups 
utilizing the same social engineering attacks and the BackConnect proxy ...

Feds Link $150M Cyberheist to 2022 LastPass Hacks
krebsonsecurity.com

In September 2023, KrebsOnSecurity published findings from security researchers who concluded that a series of six-figure cyberheists 
across dozens of victims resulted from thieves cracking master ...

Industry News
Headlines collected from across the cybersecurity industry related to legislation, business, and big tech

House passes bill requiring federal contractors to have vulnerability disclosure policies | CyberScoop
cyberscoop.com

“This was an important step in federal cybersecurity, but the work of federal agencies is supplemented by millions of contractors 
working on behalf of federal departments and agencies,” said Mace, who chairs the House Oversight and Government Reform …

Nearly 12,000 API keys and passwords found in AI training dataset - BleepingComputer
www.bleepingcomputer.com

Close to 12,000 valid secrets that include API keys and passwords have been found in the Common Crawl dataset used for training 
multiple artificial intelligence models.
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China-Linked Silk Typhoon Expands Cyber Attacks to IT Supply Chains for Initial Access - The Hacker News
thehackernews.com

This includes information technology (IT) services and infrastructure, remote monitoring and management (RMM) companies, managed 
service providers (MSPs) and affiliates, healthcare, legal services, higher education, defense, government, non-governmen…

DHS says CISA will not stop monitoring Russian cyber threats
www.bleepingcomputer.com

The US Cybersecurity and Infrastructure Security Agency says that media reports about it being directed to no longer follow or report 
on Russian cyber activity are untrue, and its mission remains ...

Google Rolls Out AI Scam Detection for Android to Combat Conversational Fraud - The Hacker News
thehackernews.com

Google has announced the rollout of artificial intelligence (AI)-powered scam detection features to secure Android device users and 
their personal information. "These features specifically target conversational scams, which can often appear initially…
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Official Quick Links

External Quick links

 CISA  CIS/MS-ISAC  CyberCom  DHS  DOJ

 FBI  NIST  NSA

 AIScoop  BleepingComputer  Cisco Talos Intelligence Group  CSO Online  CyberScoop

 Cybersecurity Dive  Cyware  CyberWire

 FedScoop  Government Executive  Government Technology  ISACA  ISSA International

 Krebs on Security  MITRE ATT&CK®  NASCIO

 Schneier on Security  SC Media  StateScoop  The Hacker News  The Record
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