Dear LEA Primary Contacts,

MassHealth recently issued All Provider Bulletin 377 regarding updates to the MassHealth Provider Online Service Center (POSC) Primary User Policy ([https://www.mass.gov/doc/all-provider-bulletin-377-masshealth-provider-online-service-center-posc-primary-user-policy-0/download](https://nam10.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.mass.gov%2Fdoc%2Fall-provider-bulletin-377-masshealth-provider-online-service-center-posc-primary-user-policy-0%2Fdownload&data=05%7C01%7CEmily.Hall%40umassmed.edu%7C1da016c997fd450f665308dbc110fe69%7Cee9155fe2da34378a6c44405faf57b2e%7C0%7C0%7C638316050951809403%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=8x9lQTR%2B8sF82Jab8uVS6JglMOWYgbRhM%2BR6x3gIv4w%3D&reserved=0)).

Please be advised that this bulletin applies to all Medicaid providers, including LEAs participating in the School-Based Medicaid Program (SBMP). Therefore, we strongly suggest that all LEAs review the updated policy outlined in the bulletin and ensure that you are in compliance.

Some background information on the POSC purpose and importance to LEAs:

* The Medicaid Management Information System (MMIS) Provider Online Service Center (POSC) allows LEAs to access and manage information entered or exchanged with MassHealth on behalf of your organization. Your LEA’s Primary User and backup Primary User utilize the POSC to:
	+ Maintain your LEA’s profile information
	+ Update your LEA’s banking/EFT information for claims payments
	+ Manage access for any subordinate users, including billing agents/vendors if applicable

For assistance with anything related to the POSC, please contact Mass Health at:

* Phone: (800) 841-2900
* Email: provider@masshealthquestions.com

Thank you,

School-Based Medicaid Program Support Team

UMass Chan Medical School
Toll Free: 800-535-6741

SchoolBasedClaiming@umassmed.edu

*This e-mail message, including any attachments, is for the sole use of the intended recipient(s) and may contain confidential, proprietary and privileged information. Any unauthorized review, use, disclosure or distribution is prohibited. If you are not the intended recipient, please contact the sender immediately and destroy or permanently delete all copies of the original message.*