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NCIC 2000
INTRODUCTION

SECTION 1--WHAT IS NCIC 20007
1.1 DEFINITION
1. The National Crime Information Center (NCIC) 2000 is the System replacing the NCIC

System. NCIC 2000 has the same mission and the same basic functionality as NCIC, but also
features new capabilities which are described in this operating manual. Just as NCIC, NCIC 2000



is a nationwide, computerized information system established as a service to all criminal justice
agencies--local, state, and federal. The goal of NCIC 2000 is to help the criminal justice
community perform its duties by providing and maintaining a computerized filing system of
accurate and timely documented criminal justice information. For NCIC 2000 purposes, criminal
justice information is defined as "information collected by criminal justice agencies that is
needed for the performance of their legally authorized, required function. This includes wanted
person information; missing person information; unidentified person information; stolen property
information; criminal history information; information compiled in the course of investigation of
crimes that are known or believed on reasonable grounds to have occurred, including information
on identifiable individuals; and information on identifiable individuals compiled in an effort to
anticipate, prevent, or monitor possible criminal activity." Criminal justice information can be
electronic (paperless) or hard copy (paper). The NCIC 2000 data bank can best be described as a
computerized index of documented criminal justice information concerning crimes and criminals
of nationwide interest and a locator file for missing and unidentified persons.

2. The structure and basic procedures of the NCIC System were approved by resolution of the
full membership of the International Association of Chiefs of Police in Philadelphia,
Pennsylvania, in October 1966 and apply to the new NCIC 2000 System. General policy
concerning the philosophy, concept, and operational principles of the System is based upon the
recommendations of the Criminal Justice Information Services (CJIS) Advisory Policy Board
(APB) to the Director of the FBI. The APB is comprised of top administrators from local, state,
and federal criminal justice agencies throughout the United States. Through the APB, its
Subcommittee and Working Group input, changes in current applications, the addition of new
files, and new procedures, e.g., edits, codes, validations, are coordinated with all NCIC and
NCIC 2000 participants.

3. The NCIC 2000 System stores vast amounts of criminal justice information which can be
instantly retrieved by and/or furnished to any authorized agency.

4. The NCIC 2000 System serves criminal justice agencies in the 50 states, the District of
Columbia, Puerto Rico, and Canada. Through established state systems, the NCIC 2000 System
has become available for use by all criminal justice agencies. Access to the NCIC 2000 Files by
specific foreign nations is provided through INTERPOL, U.S. National Central Bureau, in
Washington, DC.

1.2 DATA AND PROBABLE CAUSE

1. An NCIC 2000 hit alone is not probable cause to arrest, but indicates that a stolen property
report, missing person report, or warrant, etc. may have been filed. A hit is only one element
comprising sufficient legal grounds for probable cause to arrest.

2. Correct NCIC 2000 procedure requires the agency which placed the record in file be contacted
by the inquiring agency to confirm that the data are accurate and up-to- date. In some
circumstances, the hit confirmed with the originating agency may be the major or only element
necessary to detain or make an arrest. For instance, a confirmation of an outstanding warrant on
an individual or a hit confirmed on a stolen vehicle or stolen property in a timeframe very close



to the time of an actual theft would likely support an arrest decision. The confirmation of a hit on
a person file record, regardless of how long it had been in the System, would be enough cause to
take appropriate action. However, when attempting to recover the stolen property record that had
been in the System one or two years, the officer would need not only the element of the hit but
also additional facts adding up to probable cause. For instance, a hit on a record two years after a
vehicle was stolen would in itself be inadequate probable cause for an arrest, since it would be
possible or even probable the vehicle was then in the possession of an innocent purchaser rather
than the original thief. To make an arrest under these circumstances, the officer would need not
only the element of the hit but also additional facts adding up to probable cause. A hit confirmed
with the originating agency can be adequate grounds to recover stolen property, return a missing
person, arrest a fugitive, or charge a subject with violation of a protection order.

3. Files, such as the Gang, Known or Appropriately Suspected Terrorist, Supervised Release,
National Sex Offender Registry, Protective Interest, Violent Person, and NICS Denied
Transaction do not require hit confirmation and are designed to provide law enforcement officers
with adequate warning regarding individuals who have had involvement in criminal activities or
are known to represent potential danger to the public.

1.3 RESPONSIBILITY FOR RECORDS

1. NCIC 2000 records must be kept accurate and up-to-date. Agencies that enter records in the
NCIC 2000 System are responsible for their accuracy, timeliness, and completeness. To facilitate
compliance with hit confirmation requirements, the originating agency must be available 24
hours a day to confirm its record entries. Nonterminal agencies must sign a "Holder of the
Record" agreement with a 24-hour agency delineating the responsibility for hit confirmation.
Originating agencies that are not available 24 hours must place instructions for after-hour hit
confirmation, e.g. a 24-hour contact telephone number or an Originating Agency ldentifier (ORI)
in the Miscellaneous Field.

2. Stringent administrative procedures and controls to ensure that accurate data are entered in
computerized criminal justice information systems are important. An officer's evaluation of the
information contained in a hit response is just as important as keeping the information accurate,
timely, and complete. Combining stringent administrative controls with proper evaluation by the
officer receiving the hit can prevent lost court cases, civil liability suits, false arrests, and
criminal charges against the law enforcement officer.

3. The FBI, as manager of the NCIC 2000 System, helps maintain the integrity of the System
through:

1. Automatic computer edits which reject records with certain common types of errors in
data;

2. Automatic purging of records after they are on file for a prescribed period of time;
3. Quality control checks by FBI personnel; and,

4. Distribution of records to be validated. (Details concerning quality control and validation
procedures appear in Section 3 of this Introduction.)



4. The NCIC 2000 System makes centralized crime data immediately available to the criminal
justice community. The success of the System depends upon the extent to which patrol officers,
investigators, judges, prosecutors, corrections officers, and other criminal justice agency officials
intelligently use it in day-to-day operations.

5. This manual contains instructions designed to guide participants in using the NCIC 2000
System. No system can be expected to produce results unless it is properly used. The standards
and procedures set forth should be strictly followed as every exception tends to degrade the
System and the integrity of the data stored in the System.

6. All inquiries regarding the NCIC 2000 System should be addressed to the FBI, CJIS Division,
Attention: NCIC 2000, Module E-3, 1000 Custer Hollow Road, Clarksburg, West Virginia
26306-0153.

1.4 SYSTEM DESCRIPTION

1. System participants include local, state, and federal criminal justice agencies throughout the
United States, Puerto Rico, and Canada.

2. Most records are placed directly into the NCIC System by an originating agency (agency
holding warrant, missing person report, or theft report; registration information on sex offender,
person on supervised release, etc.), through a control terminal tied into the network. Entries for
the Originating Agency Identifier (ORI) File are made by FBI CJIS staff. Records for fugitives
wanted by foreign countries are entered either by the Royal Canadian Mounted Police or the U.S.
National Central Bureau, INTERPOL. Records on immigration violators are entered by the
Bureau of Immigration and Customs Enforcement. NICS Denied Transaction File records are
entered through an interface managed by the FBI based on a National Instant Criminal
Background Check System (NICS) denial. Interstate Identification Index (111) records are placed
on file by the FBI based on fingerprint cards submitted by the states. The records entered must
meet the criteria established for the particular type of record involved. Inquiries must contain
prescribed identifying data.

3. NCIC 2000 provides virtually uninterrupted operation 24 hours a day, 7 days a week.
Communication lines and associated costs from the NCIC 2000 computer to the control
terminals are borne by the FBI.

4. The FBI NCIC 2000 computer equipment can interface with control terminal equipment
manufactured by many of the major computer firms. System participants are not required to use
the same make computer equipment as that used by the FBI. The only requirement is that
terminal equipment be able to communicate with either 8 level ASCII Bisynchronous computer
to computer (BiSync), Transmission Control Protocol/Internet Protocol (TCP/IP), or IBM
System Network Architecture (SNA) protocol.

1.5 POLICY



1. The CJIS APB recommends general policy to the FBI with respect to the philosophy, concept,
and operational principles of the NCIC 2000 System. In its deliberations, the APB places
particular emphasis on the continued compatibility of NCIC 2000 and state systems; System
security; and rules, regulations, and procedures to maintain the integrity of NCIC 2000 records.

2. The CJIS Advisory Process is composed of two major components, the CJIS APB and the
CJIS Working Groups. The APB is responsible for reviewing policy issues and appropriate
technical and operational issues related to the programs administered by the FBI CJIS Division
and, thereafter, for making appropriate recommendations to the FBI Director. The 33-member
CJIS APB is composed of the following:

1. Twenty criminal justice agency representatives who are selected by the CJIS Working
Groups and appointed by the FBI Director. (Twelve are state-level agency representatives,
and eight are local-level agency representatives.)

2. Three individuals who are selected and appointed by the FBI Director and represent the
judicial, the prosecutorial, and the correctional sectors of the criminal justice community,
and a fourth member is selected by the FBI Director to represent the national security
sector.

3. Eight individuals who represent professional associations including the International
Association of Chiefs of Police, National Sheriffs' Association, National District Attorneys'
Association, American Probation and Parole Association, Major Cities Chiefs' Association,
the Major County Sheriffs' Association, American Society of Crime Laboratory Directors,
and one executive level representative from a national professional association representing
the courts or court administration.

4. The Chairman of the CJIS Federal Working Group.

3. A Federal Working Group and four regional Working Groups were established to recommend
policy and procedures for the programs administered by the FBI CJIS Division. These Working
Groups are also responsible for the review of operational and technical issues related to the
operation of or policy for these programs. The Working Groups make appropriate
recommendations to the CJIS APB.

4. To gain insight and direction into specific program-related issues, the APB receives input from
Ad Hoc Subcommittees.

1.6 SYSTEM SECURITY

1. There is no federal legal or policy prohibition against dissemination of information contained
in NCIC 2000 files. If no state/local law or policy prohibition exists, authorized indirect
dissemination of NCIC 2000 records is discretionary with the Control Terminal Agency (CTA).
Such information may be withheld because of criminal justice priorities, budgetary limitations,
or other reasons determined by the CTA to be legitimate.



2. An agency participating in the NCIC 2000 System as a CTA must assume responsibility for
and enforce System security with regard to all other agencies which it, in turn, services. The
responsibilities of NCIC 2000 CTAs are outlined in Section 4 of this Introduction.

3. The FBI uses hardware and software controls to help ensure System security. However, final
responsibility for the maintenance of the security and confidentiality of criminal justice
information rests with the individual agencies participating in the NCIC 2000 System. Further
information regarding System security can be obtained from the CJIS Security Policy.

4. All state and local agencies participating in the NCIC 2000 System 111 File are required to
adhere to the security guidelines as set forth in the publication, NCIC: Computerized Criminal
History Program Background, Concept and Policy, and in Subparts A and C of the United States
Department of Justice Regulations governing the dissemination of criminal records and criminal
history information (Regulations) published in the Federal Register on May 20, 1975, and
August 7, 1976 (Title 28, Code of Federal Regulations, Part 20). Copies of these documents may
be obtained from the FBI CJIS Division, 1000 Custer Hollow Road, Clarksburg, West Virginia
26306. Additional guidelines for state 111 Files appear in the Regulations published in the
Federal Register on March 19, 1976. Additional security guidelines can be found in the CJIS
Security Policy.

5. The data stored in the NCIC 2000 System and the 111 File are documented criminal justice
information and must be protected to ensure correct, legal, and efficient dissemination and use. It
is incumbent upon an agency operating an NCIC 2000 terminal to implement the necessary
procedures to make that terminal secure from any unauthorized use. Any departure from this
responsibility warrants the removal of the offending terminal from further NCIC 2000
participation.

6. Information can be obtained from NCIC 2000 and the 111 File both directly and indirectly.
Direct access is terminal access and dissemination within that terminal agency. Indirect access is
nonterminal access outside of an agency with direct access.

7. The individual receiving a request for criminal justice information must ensure that the person
requesting the information is authorized to receive the data. Dissemination of most file data are
discretionary with the CSA, whereas NCIC Supervised Release, Gang, Known or Appropriately
Suspected Terrorist, Protective Interest, inactive Protection Order, NICS Denied Transactions,
Violent Person, and Identity Theft Files; the National Sex Offender Registry; and Il data are
confidential and should be treated accordingly. Unauthorized request or receipt of NCIC
material could result in criminal proceedings brought against the agencies and/or the individuals
involved.

1.7 SYSTEM DISCIPLINE

1. To help ensure the proper operation of the NCIC 2000 System, the standards, procedures,
formats, and criteria mentioned in this manual must be strictly followed. In this respect,

NCIC 2000 CTAs must not only follow the rules set forth but must also ensure that agencies they
are servicing do the same.



2. Complete, accurate, and timely records are essential to ensure System integrity. Users also are
encouraged to enter records in a timely manner to afford the maximum protection to the law
enforcement officer by providing up-to-date information. Although the use of NCIC 2000 is
voluntary, delayed entry of records in NCIC 2000 reduces or eliminates the possibility of
apprehending wanted persons, locating missing persons, and recovering stolen property.

3. Promptness in modifying, locating, or clearing records in the System will help to keep the
System free of outdated information.

4. NCIC 2000 provides information for decision making by investigators, patrol officers, judges,
prosecutors, and corrections officials. The information furnished by NCIC 2000 must be
evaluated along with other facts known to the officers, investigators, judges, prosecutors, and
corrections officials.

5. When an agency receives a positive response from NCIC 2000 and an individual is being
detained or a piece of property can be seized, an immediate confirmation with the agency that
originated the record in the System is necessary. This confirmation ensures the validity of the hit
before an arrest or seizure is made. Likewise, the originating agency has the duty to respond
promptly with the necessary confirmation and other pertinent details. (Hit confirmation
procedures can be found in Section 3 of this Introduction.)

SECTION 2--NCIC 2000 MESSAGES
2.1 TYPES OF MESSAGES

There are six types of messages pertaining to NCIC 2000 that can originate from a user and can
be transmitted to the NCIC 2000 System: entry, modification, cancellation, inquiry, locate, and
clear. There are three types of messages that originate from the NCIC 2000 System:
acknowledgment messages, inquiry responses, and administrative messages.

Throughout this document, messages are specified as being in an NCIC or an NCIC 2000 format
when a difference exists. The header preceding a message is the first indicator of the message
format: 1L01 starts the header of an NCIC message; 1NO1 starts the header of an NCIC 2000
message. All responses to these transactions are in NCIC 2000 format and the header begins with
1L01. A discussion of the various types of NCIC 2000 messages follows.

2.2 ENTRY

The purpose of an entry message is to place a new record in file or to append supplemental
records to those already on file. During an Entry, or Enter-supplemental transaction, new data
entered may cause an Inquiry transaction to occur. These inquiries generate Duplicate-Record-
Accept and Duplicate-Record-Reject hits. If the hit responses contain more than 100 total hits,
then the following message will be received:

"ADDITIONAL HITS AVAILABLE, FILE NOTIFICATION TO FOLLOW"



Entry messages and acknowledgments, including examples, are further explained in the Entry
Section of each NCIC 2000 file chapter.

2.3 MODIFICATION

The purpose of a modification message is to add, delete, or change a portion of data which are
part of a record. A record may be modified only by the agency that entered the record as long as
the record is in active status. The only exceptions are modifications to ORI records. All ORI
entries are made by FBI CJIS, but modifications may be made by the agency assigned the ORI.
During a Modification transaction, modified data entered may cause an Inquiry transaction to
occur. These inquiries generate Duplicate-Record-Accept and Duplicate-Record-Reject hits. If
the hit responses contain more than 100 total hits, then the following message will be received:

" ADDITIONAL HITS AVAILABLE, FILE NOTIFICATION TO FOLLOW"

Modification messages and acknowledgments are further explained in the Modification section
of each NCIC 2000 file chapter.

2.4 CANCELLATION

The purpose of a cancellation message is to remove an entire record or supplemental record(s)
from any file. Additionally, a cancellation message is used to clear NCIC add-on vehicle and
boat records. When a record is canceled, all supplemental records appended to it are also
automatically canceled. A record may be canceled only by the agency that entered the record.
However, the FBI Data Integrity Staff may cancel a record when a serious error is detected. (The
$.E. administrative message can be found in Section 2 of this Introduction.) A record should be
canceled when it is determined to be invalid; for example, the warrant which was the basis for
the record has been dismissed, or the record is the result of a fictitious theft report.

Cancellation messages and acknowledgments are further explained in the Cancellation section of
each NCIC 2000 file chapter.

2.5 INQUIRY
Four types of inquiries may be made into the NCIC 2000 System:
1. On-line Inquiries

These are queries into NCIC 2000 databases for which the user expects immediate reply. There
are two types of on-line inquiry messages:

1. Z inquiry (ZW, ZV, ZG, etc.) -- Initially intended to be used for administrative
purposes and for training, demonstrations, and display of records for validation
and/or review.



2. Q inquiry (QW, QV, QG, etc.) -- Intended to be made for all other inquiry
transactions.

3. Both Z and Q inquiries are now processed exactly the same way.
2. On-line Requests for Off-line Searches

These queries include special request inquiry, also known as Global Inquiry or SPRQ, which can
be initiated by a CTA to obtain information that cannot be retrieved through a normal inquiry.
SPRQ transactions can be made against:

1. Active Records
2. Retired Records
3. Message Logs
3. On-line Requests for Statistical Data

These requests include Usage Analysis, Error Trend Analysis, and Benefits and Effectiveness.
The requests are submitted on-line and the results are obtained by file transfer. These inquiries
are limited to CTAs only.

4. On-line Requests for Batched Inquiries

These requests (batch inquiry is grouping several on-line inquiries into one) may be made by all
users, allowing them to group several inquiries on the same database. The purpose of an on-line
or a batch on-line inquiry is to search an NCIC 2000 file(s) for a record possibly identifiable with
information available to the inquiring agency. The MKE for batch inquiry is a three-letter code
consisting of the regular inquiry MKE and ending with a B for BATCH. For example: QWB,
batch wanted person inquiry; QAB, batch article inquiry.

5. Negative Response to an On-line Inquiry

1. A negative response is transmitted when no record match is found in
NCIC 2000. A negative response to a person file inquiry (Foreign
Fugitive, Missing Person, Wanted Person, etc.) contains a header, the ORI
of the inquiring agency followed by NO NCIC WANT with
each searchable numeric identifier inquired upon. This is a general person
inquiry and searches all person files.

2. A negative response for a specific person file, such as Protection Order,
National Sex Offender Registry, Identity Theft, and NICS Denied
Transaction contains a header and the ORI of the inquiring agency
followed by NO NCIC RECORD; NO NCIC PROTECTION ORDER
FILE RECORD; NO NCIC SEX OFFENDER FILE RECORD; NO NCIC



IDENTITY THEFT FILE RECORD; or NO NCIC NICS DENIED
TRANSACTION FILE RECORD followed by the searchable identifiers
included in the inquiry.

3. A negative response to a Gang Reference, Gang Member, and Known or
Appropriately Suspected Terrorist, or property file inquiry contains a
header, the ORI of the inquiring agency followed by NO RECORD with
each searchable identifier or set of searchable identifiers inquired upon. A
negative response to an NCIC on-line inquiry, however, should not be
relied upon as an indication that the person or property inquired upon is
not wanted, missing, or stolen, or that no criminal history record exists.
As with a positive response, a negative response should not be used as the
sole basis for decision making by the receiving officer.

6. Positive Response to an On-line Inquiry

A positive response is transmitted when a record(s) is found in NCIC 2000. A
positive response contains a header, the ORI of the inquiring agency followed by
an alert(s) (if applicable), the record in file, and an IMMED CONFIRM message:

1. IMMED CONFIRM MISSING PERSON STATUS WITH ORI

This message appears after each missing person record in the response. The
phrase is a reminder to the inquiring agency that it must immediately contact the
agency(s) that entered the record(s) to assure that there has been no change in the
missing person's status and to verify the subject’s identity.

2. IMMED CONFIRM WARRANT AND EXTRADITION WITH ORI

This message appears after each wanted person record in the response. The phrase
IS a reminder to the inquiring agency that it must immediately check with the
agency(s) that entered the wanted person record(s) to verify the identity of the
individual, determine if there has been any change in the status of the warrant,
and, if applicable, obtain extradition details. If the record indicates no extradition,
confirmation may be required intrastate; however, no action should be taken to
detain the person based on an interstate hit.

3. IMMED CONFIRM RECORD WITH ORI AND FOLLOW PROCEDURES
IN INTERSTATE COMPACT ON JUVENILES

This message appears after each juvenile offender (MKE/EWJ) record in the
response. It reminds the inquiring agency that it must immediately check with the
entering agency to determine if there has been a change in the status of the record.
In addition, it also advises the inquiring agency to follow the guidelines as written
in the Interstate Compact on Juveniles.



4. IMMED CONFIRM RECORD WITH ORI AND FOLLOW PROCEDURES
IN INTERSTATE COMPACT ON JUVENILES.

CAUTION: THIS JUVENILE IS EMANCIPATED.

PLEASE CHECK YOUR STATE LAWS REGARDING APPROPRIATE
ACTION

This message follows a juvenile offender (MKE/EWJ) record when the juvenile
has been emancipated. It reminds the inquiring agency to check with the entering
agency to determine if there has been a change in the record's status.

5. IMMED CONFIRM RECORD WITH ORI

This message follows each property file record in the response. The phrase is a
reminder to the inquiring agency that it must immediately contact the agency(s)
that entered the record(s) to assure that no change in status has taken place.

6. WARNING - DO NOT ARREST BASED ON THIS INFORMATION
This message precedes a Canadian warrant record.

REPEAT - WANTED IN CANADA - DO NOT ARREST BASED ON THIS
INFORMATION - IMMEDIATELY CONTACT RCMP, OTTAWA, CANADA
TEL NO. (613)998-6200. IF THE SUBJECT IS NOT U.S. CITIZEN, CONTACT
NEAREST OFFICE OF U.S. IMMIGRATION AND NATURALIZATION
SERVICE

This message appears after each Canadian warrant record in the response. The
phrase is a reminder to the inquiring agency that the fugitive is wanted on a
Canadian warrant, and no arrest can be executed in the United States based on the
Canadian warrant.

RECORD NIC/R123456789 IS A CANADIAN VEHICLE INDEX RECORD
CONFIRM RECORD WITH ORI

or

RECORD NIC/R123456789 IS A CANADIAN BOAT INDEX RECORD
CONFIRM RECORD WITH ORI

or

RECORD NIC/R123456789 IS A CANADIAN LICENSE PLATE INDEX
RECORD CONFIRM RECORD WITH ORI

or

RECORD NIC/R123456789 IS A CANADIAN VEHICLE/BOAT PART
INDEX RECORD

CONFIRM RECORD WITH ORI

One of these messages appears before each positive response from the Canadian
Vehicle Index.



REPEAT - THIS IS A CANADIAN RECORD - CONFIRM WITH THE
ORIGINATING AGENCY IN CANADA

This message follows each Canadian Vehicle Index record response.

8. WARNING-DO NOT ARREST OR DETAIN BASED SOLELY UPON THIS
INFORMATION

This message precedes a Protective Interest File record response when the ORI is
DCSS80201.

*x*F* REPEAT - DO NOT ARREST OR DETAIN BASED SOLELY UPON THIS
INFORMAT ION

***CALL COLLECT U.S. SECRET SERVICE HEADQUARTERS, TEL NO. 202
406-5000

WHICH HAS BEEN NOTIFIED OF THIS TRANSACTION. THIS RECORD 1S FOR
CRIMINAL

JUSTICE AGENCIES FOR CRIMINAL JUSTICE PURPOSES.

***D0 NOT DISSEMINATE OR USE FOR LICENSING AND EMPLOYMENT
PURPOSES™* >

This message appears after each Protective Interest File record in the response
when the ORI is DCSS802Q1. The phrase is a reminder to the inquiring agency
that the Secret Service has interest in the subject of the record, and no arrest
should be made based on the information received.

WARNING - DO NOT ARREST OR DETAIN BASED SOLELY UPON THIS INFORMATION.
OBTAIN

IDENTIFYING INFORMATION. SUBJECT IDENTIFIED AS A CREDIBLE THREATENER AND
POTENTIAL DANGER TO U.S. MARSHALS SERVICE PROTECTEE. IMMEDIATELY CONTACT
USMS COMMUNICATIONS CENTER AT 202-307-9100 FOR FURTHER INFORMATION.

This message precedes a Protective Interest File record response when the ORI is
++USM++++.

Fxxxxk CONTACT USMS COMMUNICATIONS CENTER AT 202-307-9100 WHICH HAS BEEN
NOTIFIED OF THIS TRANSACTION. THIS RECORD IS FOR CRIMINAL JUSTICE
AGENCIES

FOR CRIMINAL JUSTICE PURPOSES.

***DO NOT DISSEMINATE OR USE FOR LICENSING AND EMPLOYMENT PURPOSES*****

This message appears after each Protective Interest File record when the ORI
of record is ++USM++++. The phrase is a reminder to the inquiring agency
that the U.S. Marshals Service has interest in the subject of the record, and no
arrest should be made based on the information received.

WARNING - DO NOT ARREST OR DETAIN BASED SOLELY UPON THIS INFORMATION.
OBTAIN



IDENTIFYING INFORMATION. IMMEDIATELY CONTACT AGENCY FOR FURTHER
INFORMATION.

This message precedes a Protective Interest File record response when the ORI is
not DCSS802Q1 or ++USM++++.

FxHF** CONTACT LAW ENFORCEMENT AGENCY THAT ENTERED RECORD WHICH HAS BEEN
NOTIFIED OF THIS TRANSACTION. THIS RECORD IS FOR CRIMINAL JUSTICE
AGENCIES

FOR CRIMINAL JUSTICE PURPOSES.

***DO NOT DISSEMINATE OR USE FOR LICENSING AND EMPLOYMENT PURPOSES*****

This message appears after each Protective Interest File record when the ORI of
record is not DCSS802Q1 or ++USM++++. The phrase is a reminder to the
inquiring agency that a law enforcement agency has an interest in the subject of
the record, and no arrest should be made based on the information received.

9. WARNING - DO NOT ARREST BASED UPON THIS FOREIGN FUGITIVE
RECORD

This message precedes a Foreign Fugitive record response.

REPEAT -- DO NOT ARREST BASED SOLELY UPON THIS
INFORMATION/FUGITIVE FROM A FOREIGN COUNTRY -
IMMEDIATELY

CONTACT INTERPOL, U.S. DOJ, NLETS ORI/DCINTERO00, OR TEL.
NO.(202)616-9000. ALSO, IF THE SUBJECT IS NOT A U.S.

CITIZEN, CONTACT THE NEAREST OFFICE OF THE U.S. IMMIGRATION
AND NATURALIZATION SERVICE.

This message appears after each Foreign Fugitive File record (other than
Canadian) in the response. The phrase is a reminder to the inquiring agency that
INTERPOL has an interest in the subject of the record, and no arrest should be
made based on the information received.

10. Note: The following message will not appear in any response to a query made
against the active database. However, it may be included in a response to a Global
Inquiry (SPRQ) against retired data. The Violent Felon Data File has been
discontinued, and active records have been purged from the current database.

FrHFFAFFWARNING--YOUR SUBJECT MAY BE A VIOLENT CONVICTED
FELON.*******

RECORD NIC/F123456789 FOLLOWS. DO NOT SEARCH, DETAIN OR
ARREST BASED SOLELY ON THIS RECORD. RECORD SUBJECT HAS
MULTIPLE CONVICTIONS FOR VIOLENT FELONIES AND/OR SERIOUS



DRUG OFFENSES. RECORD SUBJECT MAY BE ARRESTED ON FEDERAL
FELONY CHARGES IF IN POSSESSION OF A FIREARM. CHECK YOUR
SUBJECT'S IDENTITY USING PERSONAL DESCRIPTORS. IF YOUR
SUBJECT IS THE RECORD SUBJECT AND IF YOUR SUBJECT IS IN
POSSESSION OF A FIREARM, IMMEDIATELY CONTACT BUREAU OF
ALCOHOL, TOBACCO AND FIREARMS AT 1-800-659-6242.

This message appears before each ATF Violent Felon File record in the response.
The phrase alerts inquiring agency that detainee may be violent.

*****THIS RECORD MAY BE USED ONLY BY CRIMINAL JUSTICE
AGENCIES FOR CRIMINAL JUSTICE PURPOSES . ******

This message appears at the end of each ATF Violent Felon File record response.

11. WARNING - STANDING ALONE, NCIC VIOLENT GANG FILE
INFORMATION DOES NOT FURNISH GROUNDS FOR THE SEARCH OR
SEIZURE OF ANY INDIVIDUAL, VEHICLE OR DWELLING

This message appears before each Gang File, Group Member Capability record in
the response.

12. WARNING - SUBJECT OF NIC/N307770847 IS A PREVIOUSLY
DEPORTED

CRIMINAL ALIEN. FEDERAL LAW 8 USC 1252C PROVIDES, IF
PERMITTED BY STATE AND LOCAL LAW, A STATE OR LOCAL LAW
ENFORCEMENT OFFICIAL MAY ARREST AND DETAIN THE SUBJECT
BUT

ONLY AFTER THE ALIEN'S STATUS IS CONFIRMED WITH INS. IF
PERMITTED WITHIN YOUR JURISDICTION, OR IF SUBJECT HAS BEEN
ARRESTED OR DETAINED ON OTHER GROUNDS, CONTACT (202) 616
-5000 TO CONFIRM HIT. IF SUBJECT IS BEING RELEASED, OBTAIN
ADDRESS, VEHICLE, LICENSE, AND ANY OTHER DOCUMENT
INFORMATION AND FORWARD TO INS VIA NLETS AT ORI USINS0000.

This message appears before each Deported Felon File record in the response.

*****THIS RECORD MAY BE USED ONLY BY CRIMINAL JUSTICE
AGENCIES FOR CRIMINAL JUSTICE PURPOSES******
*xx***END OF DEPORTED FELON FILE RESPONSE******

This message appears after each Deported Felon File record response.
13. ****WARNING - THE FOLLOWING IS AN NCIC PROTECTION ORDER

RECORD. DO NOT SEARCH, DETAIN, OR ARREST BASED SOLELY ON
THIS RECORD. CONTACT ENTERING AGENCY TO CONFIRM STATUS



AND
TERMS OF PROTECTION ORDER****

This message appears before each Protection Order File record response.

****WARNING - THE FOLLOWING IS AN EXPIRED NCIC PROTECTION
ORDER RECORD. DO NOT SEARCH, DETAIN, OR ARREST BASED
SOLELY

ON THIS RECORD. CONTACT ENTERING AGENCY TO CONFIRM
STATUS

AND TERMS OF PROTECTION ORDER****

This message appears before each active Protection Order File record response if
the record status is inactive or expired.

****THE SUBJECT OF THIS RECORD IS PROHIBITED FROM RECEIVING
OR POSSESSING A FIREARM UNDER FEDERAL LAW (TITLE 18, U.S.C.,
SECTION 922)****

This message follows the warning on each Protection Order File record response
if the subject is disqualified under the Brady Law from receiving or possessing a
firearm.

14, *****WARNING - THE SUBJECT IDENTIFIED IN THIS RECORD
NIC/W123456789 IS KNOWN TO USE THE FOLLOWING STOLEN OR
FALSE

(S/F) IDENTIFICATION DOCUMENTS. USE CAUTION IN VERIFYING
THE

IDENTITY OF THIS PERSON.

This message appears before a Wanted Person File or a Convicted Person on
Supervised Release File record response containing stolen/fraudulent identifiers.

15. NO WARRANT. SUBJECT POSSIBLY IN POSSESSION OF HOMICIDE
VICTIMS PERSONAL IDENTIFICATION. CONTACT ORI IMMEDIATELY.

This message appears at the end of record responses of open homicide
investigations where the victim's identification was missing at the time the body
was located or for those agencies unable to obtain JOHN or JANE DOE warrants.

16. CONTACT AGENCIES LISTED FOR FURTHER INFORMATION ON
THIS
GANG ORGANIZATION

This message appears at the end of each positive response from a Gang File,
Group Reference Capability record.



CONTACT AGENCIES LISTED FOR FURTHER INFORMATION ON
THIS
TERRORIST ORGANIZATION

The message above appears at the end of each positive response from a Gang File,
Group Reference Capability record.

17. ***SEX OFFENDER REGISTRY INFORMAT ION***
THE SUBJECT IDENTIFIED IN THE FOLLOWING RECORD
WITH NIC/X123456789
IS REGISTERED AS A SEX OFFENDER. DO NOT
SEARCH, DETAIN, OR
ARREST BASED SOLELY ON THIS RECORD. ADDITIONAL
INFORMATION REGARDING
SUBJECT MAY BE AVAILABLE FROM THE INTERSTATE
IDENTIFICATION INDEX.

The message above appears before a National Sex Offender
Registry record response.

18. REPEAT - PROBATION OR SUPERVISED RELEASE STATUS
RECORD, DO

NOT ARREST BASED ON THIS INFORMATION, CONTACT ORI IF
RECORD

SUBJECT IS ARRESTED FOR A NEW OFFENSE.

The message above appears at the end of Convicted Person on Supervised Release
File record response.

19. WARNING: DO NOT DETAIN BASED UPON THIS MISSING PERSON
RECORD

This message precedes foreign abducted children/missing person responses.

REPEAT - DO NOT DETAIN BASED UPON NCIC RECORD WITH
NIC/M00069216 FOREIGN MISSING OR ABDUCTED PERSON -
IMMEDIATELY CONTACT INTERPOL, US DOJ, NLETS
ORI/DCINTEROO, OR TEL. NO. (202) 616-9000.

This message appears after foreign abducted children/missing person responses.
The phrase is a reminder to the inquiring agency that no arrest should be made
based on the information received and that INTERPOL is to be contacted
immediately.

20. WARNING-A DETAINER HAS BEEN FILED FOR THE SUBJECT OF
THIS

RECORD. PLEASE CONTACT ORI TO OBTAIN ADDITIONAL
INFORMATION.



21. WARNING - THE FOLLOWING STOLEN VEHICLE RECORD
CONTAINS EXPIRED LICENSE PLATE DATA.
USE CAUTION, CONTACT ENTERING AGENCY TO CONFIRM
STATUS.

The message above will appear when a hit occurs on a vehicle
record containing expired license plate data.

22. MAXIMUM RECORD COUNT EXCEEDED FOR AN ON-LINE
SEARCH. RESUBMIT MODIFIED SEARCH PARAMETERS OR
SUBMIT A GLOBAL INQUIRY TO RETRIEVE ALL RECORDS.

The message above appears after the 100" record when the number of on-line hit
responses exceeds 100 records.

MAXIMUM RECORD COUNT EXCEEDED FOR A BATCH
INQUIRY. RESUBMIT MODIFIED SEARCH PARAMETERS OR
REQUEST A GLOBAL INQUIRY TO RETRIEVE ALL RECORDS.

The message above appears after the 2,000" record when the number of batched
inquiry hits exceeds 2,000 hit response records.

23. WARNING-THE IDENTITY OF THE SUBJECT IDENTIFIED IN THIS
RECORD HAS BEEN REPORTED STOLEN. PLEASE REVIEW THE VICTIM
PROFILE AND USE CAUTION IN VERIFYING THE IDENTITY OF THIS
PERSON.

This message precedes an identity theft record response.

*F**FXWARNING - STANDING ALONE, NCIC IDENTITY THEFT FILE
INFORMATION DOES NOT FURNISH GROUNDS FOR THE SEARCH AND
SEIZURE OF ANY INDIVIDUAL, VEHICLE, OR DWELLING.*****

This message appears after each identity theft record in the response. The phrase
is a reminder to the inquiring agency not to arrest based on the information
received in the identity theft response.

24. If a hit response contains expired registration information, the following
caveat will be included:

WARNING - THE FOLLOWING RECORD CONTAINS EXPIRED
REGISTRATION

DATA. USE CAUTION, CONTACT ENTERING AGENCY TO CONFIRM
STATUS.

25. If a hit response contains expired license plate information, the following
caveat will be included:



WARNING - THE FOLLOWING RECORD CONTAINS EXPIRED
LICENSE PLATE

DATA. USE CAUTION, CONTACT ENTERING AGENCY TO CONFIRM
STATUS.

26. The following caveat will be included in a felony vehicle response when the
inquiry is made on LIC or LIC/LIS:

RECORD NIC/V123456789 IS BASED ON LIC SEARCH ONLY (LIS NOT
SEARCHED) VERIFY ALL DATA BEFORE TAKING FURTHER ACTION BASED ON
THIS RESPONSE.

27. ***AMBER ALERT***ISSUED FOR NIC/MXXXXXXXXX***AMBER
ALERT***

This message appears before a Missing Person File record response containing AA in the Missing
Person (MNP) Field.

28.

***MESSAGE KEY QW SEARCHES WANTED PERSON FILE FELONY RECORDS REGARDLESS
OF EXTRADITION AND MISDEMEANOR RECORDS INDICATING POSSIBLE INTERSTATE
EXTRADITION FROM THE INQUIRING AGENCY”S LOCATION. ALL OTHER NCIC
PERSONS FILES ARE SEARCHED WITHOUT LIMITATIONS.

This message appears in response to a Wanted Person File Inquiry (QW)
transaction.

**FFMESSAGE KEY QWA SEARCHES ALL NCIC PERSONS FILES WITHOUT
LIMITATIONS.

This message appears in response to a Wanted Person File Inquiry - All (QWA)
transaction.

*F*FFMESSAGE KEY QWE SEARCHES WANTED PERSON FILE FELONY AND
MISDEMEANOR

RECORDS INDICATING POSSIBLE INTERSTATE EXTRADITION FROM THE
INQUIRING AGENCY”S

LOCATION. ALL OTHER NCIC PERSONS FILES ARE SEARCHED WITHOUT
LIMITATIONS.

This message appears in response to a Wanted Person File Inquiry - Extraditable
(QWE) transaction.

**FFMESSAGE KEY QWF SEARCHES WANTED PERSON FILE FELONY RECORDS
REGARDLESS OF EXTRADITION. ALL OTHER NCIC PERSONS FILES ARE SEARCHED
WITHOUT LIMITATIONS.

This message appears in response to a Wanted Person File Inquiry - Felony
(QWEF) transaction.



***MESSAGE KEY QWS SEARCHES WANTED PERSON FILE FELONY RECORDS
REGARDLESS OF EXTRADITION, ALL MISDEMEANOR RECORDS INDICATING POSSIBLE
EXTRADITION FROM

THE INQUIRING AGENCY”S LOCATION, AND ALL INTRASTATE MISDEMEANOR
RECORDS.

ALL OTHER NCIC PERSONS FILES ARE SEARCHED WITHOUT LIMITATIONS.

This message appears in response to a Wanted Person File Inquiry - State (QWS)
transaction.

29. WARNING - HAZARDOUS MATERIAL

The message above appears before each Article File
record that contains a Type Field Category Code of T
or ZBIOLOG, ZCORROS, ZEPAHAZ, ZEXPLOS, ZFLALIQ,
ZFLASOL, ZGGASES, ZTORM, OR ZPOISON for stolen toxic
and hazardous material.

DANGER - EXTREMELY HAZARDOUS IF CONTACTED, INHALED, OR
INGESTED

WARNING - LOT NUMBERS ARE NONUNIQUE - CARE NECESSARY
TO

VERIFY SUBJECT CHEMICAL IS STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article
File record that contains a Type Field of TBIOLOG or
ZBIOLOG.

DANGER - CORROSIVE SUBSTANCE - AVOID SKIN CONTACT CAN
BURN OR DISFIGURE

WARNING - LOT NUMBERS ARE NONUNIQUE - CARE NECESSARY
TO

VERIFY SUBJECT CHEMICAL 1S STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article
File record that contains a Type Field of TCORROS or
ZCORROS.

DANGER - EXTREMELY HAZARDOUS IF CONTACTED, INHALED, OR
INGESTED
POTENTIALLY EXPLOSIVE OR FLAMMABLE



WARNING - LOT NUMBERS ARE NONUNIQUE - CARE NECESSARY
TO

VERIFY SUBJECT CHEMICAL 1S STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article
File record that contains a Type Field of TEPAHAZ OR
TTORM or ZEPAHAZ OR ZTORM.

DANGER - POTENTIAL EXPLOSION AND/OR FIRE HAZARD

WARNING - LOT NUMBERS ARE NONUNIQUE CARE - NECESSARY
TO

VERIFY SUBJECT CHEMICAL 1S STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article File record
that contains a Type Field of TEXPLOS OR ZEXPLOS.

DANGER - HIGHLY FLAMMABLE SUBSTANCE

WARNING - LOT NUMBERS ARE NONUNIQUE - CARE
NECESSARY TO

VERIFY SUBJECT CHEMICAL IS STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article File record
that contains a Type Field of TFLASOL OR TFLALIQ OR
ZFLASOL OR ZFLALIQ.

DANGER - SUBSTANCE POTENTIALLY EXPLOSIVE OR
HAZARDOUS
IF CONTACTED, INHALED, OR INGESTED

WARNING - LOT NUMBERS ARE NONUNIQUE - CARE
NECESSARY TO

VERIFY SUBJECT CHEMICAL IS STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article File record
that contains a Type Field of TGGASES or ZGGASES.

DANGER - POISONOUS SUBSTANCE - AVOID
PROLONGED CONTACT OR INGESTING

WARNING - LOT NUMBERS ARE NONUNIQUE - CARE



30.

NECESSARY TO
VERIFY SUBJECT CHEMICAL IS STOLEN - IMMEDIATELY
CONTACT ORI

The message above appears at the end of each Article File record
that contains a Type Field of TPOISON or ZPOISON.

FOR MORE INFORMATION CONTACT NLETS HAZMAT,
CHEMTREC OR THE DOT

The message above appears at the end of each Article File record
when the first character of the Type Field is T or ZBIOLOG,
ZCORROS, ZEPAHAZ, ZEXPLOS, ZFLALIQ, ZFLASOL,
ZGGASES, ZTORM, OR ZPOISON.

***LAW ENFORCEMENT SENSITIVE INFORMAT ION**>*
WARNING — APPROACH WITH CAUTION

THIS INDIVIDUAL IS ASSOCIATED WITH TERRORISM AND IS THE
SUBJECT OF AN ARREST

WARRANT, ALTHOUGH THE WARRANT MAY NOT BE RETRIEVABLE VIA
THE SEARCHED

IDENTIFIERS. IF AN ARREST WARRANT FOR THE INDIVIDUAL 1S
RETURNED IN YOUR

SEARCH OF NCIC, DETAIN THE INDIVIDUAL PURSUANT TO YOUR
DEPARTMENT”S

PROCEDURES FOR HANDLING AN OUTSTANDING WARRANT, AND
IMMEDIATELY CONTACT THE

TERRORIST SCREENING CENTER (TSC) AT (866) XXX-XXXX FOR
ADDITIONAL DIRECTION.

IF AN ARREST WARRANT FOR THE INDIVIDUAL 1S NOT
RETURNED, USE CAUTION AND

IMMEDIATELY CONTACT THE TSC AT (866) XXX-XXXX
FOR

ADDITIONAL DIRECTION

WITHOUT OTHERWISE EXTENDING THE SCOPE OR
DURATION OF THE ENCOUNTER.

IF YOU ARE A BORDER PATROL OFFICER IMMEDIATELY
CONTACT THE NTC.

UNAUTHORIZED DISCLOSURE OF TERRORIST WATCHLIST
INFORMATION IS PROHIBITED.

DO NOT ADVISE THIS INDIVIDUAL THAT THEY MAY BE
ON A TERRORIST WATCHLIST.

INFORMATION THAT THIS INDIVIDUAL MAY BE ON A
TERRORIST WATCHLIST 1S PROPERTY

OF THE TSC AND IS A FEDERAL RECORD PROVIDED TO
YOUR AGENCY THAT MAY NOT BE

DISSEMINATED OR USED IN ANY PROCEEDING WITHOUT
THE ADVANCE AUTHORIZATION

OF THE TSC.



***| AW ENFORCEMENT SENSITIVE INFORMATION***

The above message appears at the beginning of Known or
Appropriately Suspected Terrorist File records with a SGP
(Subgroup) Field of Handling Code 1. The telephone
number for the Terrorist Screening Center will be provided
in the actual hit response.

***LAW ENFORCEMENT SENSITIVE INFORMATION***
WARNING — APPROACH WITH CAUTION

THIS INDIVIDUAL IS OF INVESTIGATIVE INTEREST TO
LAW ENFORCEMENT REGARDING

ASSOCIATION WITH TERRORISM AND THERE MAY BE A
DETAINER AVAILABLE FROM

THE DEPARTMENT OF HOMELAND SECURITY FOR THIS
INDIVIDUAL.

IMMEDIATELY CONTACT THE TERRORIST SCREENING
CENTER (TSC) AT (866) XXX-XXXX

OR, IF YOU ARE A BORDER PATROL OFFICER,
IMMEDIATELY CONTACT THE NTC TO

ASCERTAIN IF A DETAINER IS AVAILABLE FOR THE
INDIVIDUAL AND TO OBTAIN

ADDITIONAL DIRECTION. PLEASE QUESTION THIS
INDIVIDUAL TO ASSIST THE TSC IN

DETERMINING WHETHER THE INDIVIDUAL ENCOUNTERED
IS THE SUBJECT OF DETAINER

WITHOUT OTHERWISE EXTENDING THE SCOPE OR
DURATION OF THE ENCOUNTER.

UNAUTHORIZED DISCLOSURE OF TERRORIST WATCHLIST
INFORMATION IS PROHIBITED.

DO NOT ADVISE THIS INDIVIDUAL THAT THEY MAY BE
ON A TERRORIST WATCHLIST.

INFORMATION THAT THIS INDIVIDUAL MAY BE ON A
TERRORIST WATCHLIST IS PROPERTY

OF THE TSC AND 1S A FEDERAL RECORD PROVIDED TO
YOUR AGENCY THAT MAY NOT BE

DISSEMINATED OR USED IN ANY PROCEEDING WITHOUT
THE ADVANCE AUTHORIZATION

OF THE TSC.

***LAW ENFORCEMENT SENSITIVE INFORMATION***

The above message appears at the beginning of Known or
Appropriately Suspected Terrorist File records with a SGP
(Subgroup) Field of Handling Code 2. The telephone
number for the Terrorist Screening Center will be provided
in the actual hit response.

***LAW ENFORCEMENT SENSITIVE INFORMATION***



DO NOT ADVISE THIS INDIVIDUAL THAT THEY MAY BE
ON A TERRORIST WATCHLIST.

CONTACT THE TERRORIST SCREENING CENTER (TSC) AT
(866) XXX-XXXX DURING THIS

ENCOUNTER. IF THIS WOULD EXTEND THE SCOPE OR
DURATION OF THE ENCOUNTER,

CONTACT THE TSC IMMEDIATELY THEREAFTER. IF YOU
ARE A BORDER PATROL OFFICER

IMMEDIATELY CONTACT THE NTC.

ATTEMPT TO OBTAIN SUFFICIENT IDENTIFYING
INFORMATION DURING THE ENCOUNTER,

WITHOUT OTHERWISE EXTENDING THE SCOPE OR
DURATION OF THE ENCOUNTER,

TO ASSIST THE TSC IN DETERMINING WHETHER OR NOT
THE NAME OR IDENTIFIERS(S)

YOU QUERIED BELONGS TO AN INDIVIDUAL IDENTIFIED
AS HAVING POSSIBLE TIES

WITH TERRORISM.

DO NOT DETAIN OR ARREST THIS INDIVIDUAL UNLESS
THERE 1S EVIDENCE OF A
VIOLATION OF FEDERAL, STATE OR LOCAL STATUTES.

UNAUTHORIZED DISCLOSURE 1S PROHIBITED.

INFORMATION THAT THIS INDIVIDUAL MAY BE ON A
TERRORIST WATCHLIST IS THE

PROPERTY OF THE TSC AND 1S A FEDERAL RECORD
PROVIDED TO YOUR AGENCY ONLY

FOR INTELLIGENCE AND LEAD PURPOSES. THIS
RECORD, AND ANY INFORMATION

CONTAINED WITHIN 1T, MAY NOT BE DISCLOSED OR
USED IN ANY PROCEEDING WITHOUT

THE ADVANCE AUTHORIZATION OF THE TSC.

WARNING — APPROACH WITH CAUTION

***| AW ENFORCEMENT SENSITIVE INFORMATION***

The above message appears at the beginning of Known or
Appropriately Suspected Terrorist File records with a SGP
(Subgroup) Field of Handling Code 3. The telephone
number for the Terrorist Screening Center will be provided
in the actual hit response.

***| AW ENFORCEMENT SENSITIVE INFORMATION***

DO NOT ADVISE THIS INDIVIDUAL THAT THEY MAY BE
CONSIDERED

A PERSON WHO MAY BE OF NATIONAL SECURITY
INTEREST.



CONTACT THE FEDERAL BUREAU OF INVESTIGATION
(FBI) AT (866) 872-9001 DURING

THIS ENCOUNTER. IF THIS WOULD EXTEND THE SCOPE
OR DURATION OF THE ENCOUNTER,

CONTACT THE FBI IMMEDIATELY THEREAFTER. IF YOU
ARE A BORDER PATROL OFFICER

IMMEDIATELY CALL THE NTC.

ATTEMPT TO OBTAIN SUFFICIENT IDENIFYING
INFORMATION DURING THE ENCOUNTER,

WITHOUT OTHERWISE EXTENDING THE SCOPE OR
DURATION OF THE ENCOUNTER,

TO ASSIST THE FBI IN DETERMINING WHETHER OR NOT
THE NAME OR IDENTIFIER(S)

YOU QUERIED BELONGS TO AN INDIVIDUAL IDENTIFIED
AS A FORMER MILITARY

DETAINEE.

DO NOT DETAIN OR ARREST THIS INDIVIDUAL
UNLESSTHERE IS EVIDENCE OF A

VIOLATION OF FEDERAL, STATE, OR LOCAL
STATUTE(S) -

UNAUTHORIZED DISCLOSURE 1S PROHIBITED.

INFORMATION THAT THIS INDIVIDUAL MAY BE A
PERSON WHO MAY BE OF NATIONAL

SECURITY INTEREST 1S THE PROPERTY OF THE FBI
AND IS A FEDERAL RECORD

PROVIDED TO YOUR AGENCY ONLY FOR INTELLIGENCE
AND LEAD PURPOSES. THIS RECORD,

AND ANY INFORMATION CONTAINED WITHIN 1T, MAY
NOT BE DISCLOSED OR USED IN

ANY PROCEEDING WITHOUT THE ADVANCE
AUTHORIZATION OF THE FBI.

WARNING — APPROACH WITH CAUTION

***L_AW ENFORCEMENT SENSITIVE INFORMAT ION***

The above message appears at the beginning of Known or
Appropriately Suspected Terrorist File records with a SGP
(Subgroup) Field of Handling Code 4.

Inquiry messages and responses are further explained in the Inquiry section of
each NCIC 2000 file chapter.

31. REPEAT — DO NOT DETAIN BASED UPON NCIC RECORD
WITH NIC/X123456789.

FOREIGN SEX OFFENDER — IMMEDIATELY CONTACT
INTERPOL, US DOJ, AT

NLETS ORI/DCINTEROO, OR TEL. NO. (202) 616-9000.



The message above appears at the end of National Sex Offender Registry records
that are entered by INTERPOL, U.S. National Central Bureau (USNCB).

32.  **%xx NOTICE: DO NOT DETAIN OR ARREST BASED ON THIS HIT.
THE DATE OF

NATIONAL INSTANT CRIMINAL BACKGROUND CHECK SYSTEM (NICS)
DENIAL (DND)

PROVIDED IN THIS RECORD IS THE DATE THE SUBJECT WAS DENIED
BY THE

NICS FROM THE PURCHASE/POSSESSION OF A FIREARM PURSUANT TO
STATE

AND/OR FEDERAL LAW. HOWEVER, IT 1S POSSIBLE THIS SUBJECT
MAY NO

LONGER BE PROHIBITED FROM PURCHASING/POSSESSING FIREARMS.

This message precedes a NICS Denied Transaction File record.

*** THE INFORMATION DISPLAYED IN THIS RECORD IS A POSSIBLE
MATCH TO

THE INDIVIDUAL QUERIED. THIS MATCH IS BASED ON NAME AND
DESCRIPTIVE

DATA ONLY. NO LAW ENFORCEMENT ACTION SHOULD BE INITIATED
BASED SOLELY

ON THIS INFORMATION.

This message appears at the end of a NICS Denied Transaction File
record.

33. WARNING-THE SUBJECT IN THIS RECORD HAS BEEN IDENTIFIED AS A
VIOLENT

OFFENDER. THE SUBJET HAS A CRIMINAL HISTORY OF ASSAULTING
LAW

ENFORCEMENT OFFICERS. USE CAUTION IN APPROACHING THIS
INDIVIDUAL .

DO NOT ARREST OR DETAIN BASED SOLEY ON THIS INFORMATION.

This message precedes a Violent Person File record response when VOC/1 was
entered in the record.

WARNING-THE SUBJECT IN THIS RECORD HAS BEEN IDENTIFIED AS A
VIOLENT

OFFENDER. THE SUBJECT HAS A CRIMINAL HISTORY OF HOMICIDE
OR ATTEMPTED

HOMICIDE. USE CAUTION IN APPROACHING THIS INDIVIDUAL. DO
NOT ARREST OR

DETAIN BASED SOLELY ON THIS INFORMATION.

This message precedes a Violent Person File record response when VOC/2 was
entered in the record.

WARNING-THE SUBJECT IN THIS RECORD HAS BEEN IDENTIFIED AS A
VIOLENT



OFFENDER. THE SUBJECT HAS A CRIMINAL HISTORY OF USING
WEAPONS TO COMMIT

VIOLENT OFFENSES. USE CAUTION IN APPROACHING THIS
INDIVIDUAL. DO NOT

ARREST OR DETAIN BASED SOLELY ON THIS INFORMATION.

This message precedes a Violent Person File record response when VOC/3 was
entered in the record.

WARNING-THE SUBJECT IN THIS RECORD HAS BEEN DEEMED A
SERIOUS THREAT TO

LAW ENFORCEMENT OFFICERS. USE CAUTION IN APPROACHING THIS
INDIVIDUAL. DO

NOT ARREST OR DETAIN BASED SOLELY ON THIS INFORMATION.

This message precedes a Violent Person File record response when VOC/4 was
entered in the record.

2.6 LOCATE

1. The purpose of a locate message is to indicate (until the originating agency clears the record)
that the wanted person has been apprehended or the property has been located. If the locating
agency intends to hold the individual on local charges, the locate transaction should indicate
detention by placing DETN in the Extradition Field. In the Missing Person File, a locate
message indicates the whereabouts of the missing person has been determined and retires the
record from the file.

2. A locate message must be transmitted when an agency other than the originating agency of the
record finds the missing person, apprehends the wanted person, or recovers the property on file
in NCIC 2000.

3. The only exceptions to placing a locate message occur when the hit contains a no extradition
indication or an extradition limitation indication and the agency finding the person is outside the
geographical area of extradition. In such a case, the record should not be located. All records on
file for the found missing person, apprehended wanted person, or recovered property must be
located to ensure that they are in the correct status.

4. A locate message cannot be used by the agency that placed the record in NCIC 2000.

Locate messages and acknowledgments are further explained in the Locate section of each
NCIC 2000 file chapter.

2.7 CLEAR

1. The purpose of a clear message is to indicate location of a missing person, apprehension of a
wanted person, if not detained, or recovery of property on file in NCIC 2000.



2. A clear transaction causes a protection order record to be placed in an inactive status for the
remainder of the year plus 5 years, and causes a sex offender record to be placed in an inactive
status until the record is canceled. During that time, these records are still accessible via QPO
and QXS transactions respectively. For all other files, a clear removes the record from the active
files and places it in retired file status where it can be retrieved only by use of a Global Inquiry
(SPRQ).3 A record may be cleared only by the agency that entered the record in file.

Clear messages and acknowledgments are further explained in the Clear section of each
NCIC 2000 file chapter.

2.8 ERROR MESSAGES

1. An error message advises an agency of an error in an NCIC 2000 transaction. Error messages
are frequently referred to as reject messages since the first word is always REJECT. Some error
messages contain Message Field Codes (MFCs) to identify the field containing the error. The
XXX in the following messages will be replaced by the appropriate message field abbreviation in
an actual error message received from NCIC 2000.

2. Error messages pertaining to the 111 are listed in the 111 chapter.

3. The last line of an error message will include identifiers and return the first 65 characters of
the transaction, enabling the user to link the response to the original transaction.

4. Following each error message is a brief explanation of the error(s) causing the message to be
transmitted. A review of the edits, examples, and formats for the particular file involved in the
transaction may aid in identifying the reason for an error message. The following list of error
messages is in alphabetical order to assist with finding a particular error message.

REJECT - ALL LICENSE DATA REQUIRED

This message is transmitted when one or more but not all of the license data fields of a record
entry have been filled; i.e., License Plate Number (LIC), License Plate State (LIS), License Plate
Year of Expiration (L1Y), and License Plate Type (LIT).

REJECT - BASE DATA DOES NOT EXIST FOR SUPPLEMENTAL FIELD - XXX

This message is transmitted when a field (other than alias [AKA], Image NCIC Number [IMN],
vehicle or license data) is entered in a supplemental transaction but the corresponding field does
not exist in the base record.

REJECT - CLEAR/CANCEL/LOCATE DATE ERROR

The word CLEAR, CANCEL, or LOCATE is used as appropriate depending on the transaction.



1. Date in a locate or clear message is prior to the date which caused the record to be entered in
NCIC 2000; e.g., Date of Loss (DOL), Date of Theft (DOT), Date of Arrest (DOA), or Date of
Warrant (DOW), etc.

2. Date in a locate or clear message is later than the current date.

3. Date in a cancel message is not the current date or current date minus one day.

REJECT - CLEAR/CANCEL/LOCATE ERROR

Clear, cancel, or locate transaction is not properly formatted because data are missing or are not
in the proper sequence.

REJECT - CLRD REC

This message is replaced in NCIC 2000 with: REJECT - NOT ON FILE.
REJECT - COMMAS NOT PERMITTED IN THE NMF FIELD

A comma was included in the First Name Field (NMF).

REJECT - DETAINER NOT ON FILE

The detainer information being canceled does not exist.

REJECT - DUPLICATE BHN/OAN ERROR

Entry or modify transaction attempts to place the same number in both the Boat Hull Number
(BHN) and the Owner Applied Number (OAN) Fields.

REJECT - DUPLICATE FIELD XXX

1. Inquiry transaction contains more than one identifier of the same type.
2. Modify transaction contains a field, other than an identifier, twice.

3. The RSCH Field contains a MFC more than once.

REJECT - DUPLICATE <IMAGE-TYPE>

Transaction attempts to enter an image (Image Type [IMT]: mugshot, signature, nonperson
identifying image) when one already exists for that record.

REJECT - DUPLICATE REG/CGD ERROR



Entry or modify transaction attempts to place the same number in both the Boat Registration
Number (REG) and the Coast Guard Document Number (CGD) Fields.

REJECT - DUPLICATE SER/OAN ERROR

Entry or modify transaction attempts to place the same number in both the Serial Number (SER)
and OAN Fields.

REJECT - DUPLICATE VIN/OAN ERROR

Entry or modify transaction attempts to place the same number in both the Vehicle Identification
Number (VIN) and OAN Fields.

REJECT - EITHER FPP OR ZIP REQUIRED

On an ORI enter transaction, both the Foreign Postal Code (FPP) and the Zone Improvement
Plan (ZIP) Fields are blank.

REJECT - EQUIPMENT PROBLEM

Transaction was not properly processed by the NCIC 2000 computer. Originating agency should
resend the transaction.

REJECT - EXCEEDED MAXIMUM NUMBER OF SEARCH FIELDS

More than 30 search criteria of any kind were entered in the RSCH Field, i.e. the combination of
the number of MFCs times the number of values per MFC.

REJECT - EXCEEDED MAXIMUM NUMBER OF SEARCH VALUES

More than 15 values for one MFC were entered in the RSCH Field for an ACT SPRQ request.
More than 30 values for one MFC were entered in the RSCH Field for a PRG/LOG SPRQ
request.

REJECT - EXCEEDED MAXIMUM POC INTERESTS

Replaced in NCIC 2000 with: REJECT -NOT AUTHORIZED.

REJECT - EXCESSIVE FIELDS

SPRQ transaction contains more than the allowed fields.

REJECT - EXCESSIVE FIELDS (FOR XXX)

1. Entry transaction contains more than the allowed fields.



2. Supplemental enter transaction attempts to enter more fields than are allowed.

REJECT - EXPLAIN CAUTION INDICATOR

Characters -C or C are used in Message Key (MKE) Field for person entry and no explanation of
caution indicator is set forth in the Caution and Medical Conditions (CMC) Field (NCIC 2000)
or in the MIS Field (NCIC).

REJECT - EXPLAIN OFFENSE CODE

1. Offense code 0199, 0299, 0399, 5005, 5015, 5099, 7099, 7199, 7299, or 7399 is used without
explanation of offense in position 5 through 24 of the Offense Code (OFF) Field (NCIC 2000
transaction) or in the MIS Field (NCIC transaction).

2. Offense code 4901, 4999, 5001, 5002, 5011, 5012, 5013, 5014, 5015, 8100, 8101, or 8102 is
used, and the Original Offense Code (OOC) Field does not have a value (NCIC 2000

transaction).

3. Offense code 4901, 5011, or 5012 is used without explanation of offense in the MIS Field
(NCIC transaction ).

REJECT - EXPLAIN PCO

A value of 08 has been entered in the Protection Order Conditions (POC) Field and the MIS
Field is blank.

REJECT - FIELD ERROR XXX
1. The MFC does not agree with data entered in the field.

2. Image record on database is not the same type as defined by IMT in message. IMN and IMT
are provided as the fields in error.

3. Transaction attempts to delete Name of Validator (VLN) Field.
4. Transaction attempts to enter data in a mandatory blank field.

5. LKA Field is not associated with LKI Field (i.e., the pair does not match the OCA and ORI
Fields of another record).

6. LKI Field is not a valid ORI.
7. An image transaction attempts to enter an image for a record with an image type that is not

compatible with the record type (NIC prefix). NCIC Number (NIC) and IMT provided back as
fields in error.



8. A File Transaction (FT) attempts to request a file that does not exist.

9. An agency is attempting to enter an investigative interest supplemental transaction for a Gang
record, USSS Protective record, or CVI record.

10. Transaction attempts to enter a lost article record with a TYP Field that does not contain a
category Q code.

11. An authorized ORI attempts to use invalid data in the NDIR Data Available (NDI) Field, an
authorized ORI attempts to enter data in the NDI Field when the DCH Field contains UNK, or an
unauthorized ORI attempts to modify the DCH Field to UNK after the NDI Field issetto Y.

12. An agency attempts to modify the OPT Field to blanks or spaces in the NCIC Article or
Vehicle Files.

REJECT - FIELD ERROR DCH XXX

There are erroneous data in a subfield of the Dental Characteristics (DCH) Field in a Missing
Person, Unidentified Person File, or Wanted Person File record.

REJECT - FILE GREATER THAN 32,000 BYTES
File requested is too large to be electronically transmitted.

File transfer session can be initiated to retrieve the file or the file can be requested as a printout
or tape.

REJECT - FORMAT ERROR - SLASH REQUIRED - XXX

The required slash separator does not follow an MFC in a transaction which uses an MFC-
dependent format.

REJECT - HEADER ERROR

Transaction is missing or contains an invalid header (minimum of 9 characters and maximum of
19).

REJECT - IDENTIFIER ERROR

1. Transaction contains no identifiers.

2. Inquiry transaction contains more than the allowed number of identifiers.
3. Maintenance transaction contains invalid identifiers.

REJECT - IIA IN USE



Transaction attempts to modify the Type (TYP) Field to R and the ORI still has active
investigative interest supplemental records.

REJECT - IMAGE NOT ON FILE <IMN>

Transaction is for an image which is not found on file.
REJECT - INQUIRY FORMAT ERROR

This message does not exist in NCIC 2000.

REJECT - INVALID IMAGE PLACEMENT IN MESSAGE

Transaction involving the entry of an image does not have the image data as the last item of the
transaction Image (IMG) Field.

REJECT - INVALID INDICATOR FOR MFC/XXX

An invalid Range/Branch/Exclusion indicator has been specified for a MFC, e.g., NAM\JONES,
DAVID.*E.

REJECT - INVALID MESSAGE FIELD CODE XXX
1. Transaction contains invalid MFC for the file involved.

2. Transaction attempts to change the category of the person: e.g., Deported Felon to Wanted
Person.

REJECT - INVALID MFC IN SEARCH CRITERIA FOR SPECIFIED FILE CODE

The MFC is inappropriate for the TYPE of SPRQ request for the FILE type specified in the
request, e.g., request TYPE is ACT and PDT/ is specified in the RSCH Field or FILE is V and
NAM/ is specified in the RSCH Field.

REJECT - INVALID MODIFY XXX

1. Modify transaction attempts to delete data from a mandatory field of the NCIC 2000 record.
Mandatory fields are explained in the Entry section of each NCIC 2000 file chapter.

2. Modify transaction attempts to modify LIS Field using the same value currently in that field.
3. Modify transaction attempts to delete one or more fields in a set but not all fields in the set.

4. Transaction attempts to modify the Date of Purge (DOP) Field to XXXXXXXX, and ORI is
not authorized to do this, i.e., 9th character is not C.



5. Transaction attempts to modify DOP Field to date greater than current date plus 5 years.
REJECT - INVALID NCIC NUMBER

The NIC contains invalid check-digits.

REJECT - INVALID ORI FIELD SPECIFICATIONS

The ORI Field contains wildcard (+) characters in the last seven positions and no other search
criteria are specified.

REJECT - INVALID ORI FOR QUALITY CONTROL CANCEL OF RECORD
Transaction contains an invalid Quality Control ORI for the file type.

REJECT - INVALID ORI VALUE PER QUALITY CONTROL OF RECORD
Transaction contains an invalid quality control ORI for the file type.

REJECT - INVALID ORIGINATING AGENCY IDENTIFIER

Transaction contains an invalid ORI.

REJECT - INVALID SEQUENCE OF SEPARATORS

The "%" and "." appear consecutively within the search criteria.

REJECT - INVALID SER. POSTAL MONEY ORDER MUST BE 10 CHARACTERS.
A serial number for a postal money order is not exactly 10 characters in length.
REJECT - INVALID SERIAL NUMBER RANGE

1. Modify transaction contains a range of consecutively serialized numbers that does not exactly
match the range in the record.

2. Serial numbers within the indicated range have been cleared or canceled from a group record.
REJECT - INVALID SORT FIELD FOR SPECIFIED FILE CODE - XXX

The MFC SRT is specified but one of the following has occurred:

1. The TYPE of SPRQ request is LOG; or

2. The sort MFC criteria specified is invalid for the FILE type; or



3. The sort length is greater than the specified MFC allowable length; or

4 The sort length is missing; or

5. More than 3 MFCs have been specified as the sort criteria.

REJECT - INVALID STATUS FOR OPERATION

Transaction attempts to enter benefits data on a record using an Enter Benefits Data After Clear
(CRBD) or an Enter Benefits Data After Locate (LRBD) transaction when that record has not
been cleared or located.

REJECT - INVALID TYPE XXXX

The TYPE field is not ACT, PRG, or LOG.

REJECT - INVESTIGATIVE INTEREST ON FILE

The investigative interest supplemental record is a duplicate of an existing investigative interest
supplemental record for the base record.

REJECT - INVESTIGATIVE INTEREST NOT ON FILE
No corresponding investigative interest on file.
REJECT - LENGTH ERROR - XXX

Field provided in a SPRQ transaction is less than the minimum or more than the maximum
length allowed for that field.

REJECT - LOCATE ERROR

1. Locate transaction does not contain Detained (DETN) or Released (RELD) for missing
person record or EXTR, DETN, or NOEX for wanted person record.

2. Locate transaction with extradition of NOEX is for a Wanted Person File record that has
already been located with an extradition of EXTR or DETN.

REJECT - MAXIMUM NUMBER OF IDENTIFYING IMAGES EXCEEDED

Transaction attempts to enter an identifying image when the maximum number of 10 identifying
images has already been entered.

REJECT - MESSAGE KEY ERROR

1. Transaction is missing or contains an invalid MKE.



2. MKE does not agree with data in the transaction or in the record.
REJECT - MFC XXX IS INVALID FOR TYPE XXXX

The MFC, other than the search criteria, is invalid for the TYPE specified, e.g., a mandatory
blank field contains data.

REJECT - MISSING DATA XXX
1. Transaction does not contain a mandatory field(s).
2. A set contains one or more fields but not all fields in the set.

3. Image transaction attempts to enter an image, other than generic, without a NIC to identify the
record to which the image belongs.

REJECT - MISSING IDENTIFIER

1. Inquiry transaction does not contain a searchable identifier or searchable group of identifiers.
2. Transaction attempts to enter a record with no numeric identifiers.

REJECT - MODIFY ERROR

1. Modify transaction is not properly formatted.

2. Modify transaction attempts to associate a Group Member to a Group Name (GNG)/Subgroup
Name (SGP) not on file.

3. Modify transaction attempts to remove last numeric identifier in the record.

4. Modify transaction does not contain any field to modify.

REJECT - NAM/ AND NMF/ NOT PERMITTED IN THE SAME REQUEST

The RSCH Field includes both the NAM/ and NMF/ MFCs.

REJECT - NCIC IN RESTRICTED SERVICE

Transaction attempts to send one of the following messages during a restricted service period:

1. Entry, cancellation, or modification transaction of a nongroup record is attempted. Only clear,
inquiry, and locate transactions are permitted for nongroup records.

2. Entry, cancellation, clear, locate, or modification transaction of a consecutively serialized
group record is attempted. Only inquiry messages are permitted on group records.



REJECT - NIC PREFIX DOES NOT AGREE WITH MESSAGE KEY

The first character of the NIC which designates the file type of the transaction does not
correspond with the MKE.

REJECT - NO DENTAL INFORMATION ON FILE FOR NIC/XXXXXXXXXX
Replaced in NCIC 2000 with: REJECT - SUPPLEMENTAL NOT ON FILE.
REJECT - NOT AUTHORIZED

1. Type of transaction transmitted is not authorized for the ORI.

2. An agency other than the ORI of a record is attempting to perform a maintenance transaction
on the record in file. (Does not apply to locate transactions.)

3. Transmitting agency is attempting to place a locate against its own record. Clear transaction
should be sent.

4. An agency is using an ORI with a state code other than the one assigned to the line over which
the message was transmitted.

5. Transaction attempts to enter a Gang/Terrorist Group with a GNG and SGP of UNLISTED
GROUP.

6. Cancel transaction attempts to cancel a Protection Order with PNO/ and NIC/ as identifiers
and the ORI is not a quality control ORI.

7. Transaction attempts to modify Missing Person Interest (MIF) Field and the agency is not
National Center for Missing and Exploited Children (NCMEC).

8. NCMEC attempts to modify a field other than the MIF Field.

9. Transaction attempts to modify a secondary Point of Contact (POC) Field to the primary POC
Field.

10.  Transaction attempts to enter a Category Il juvenile record for an ORI in a
nonparticipating state.

11. Transaction attempts to modify an inactive Protection Order File or National Sex Offender
Registry record.

12. An agency is attempting an SPRQ transaction and does not have authorization.

13. An agency authorized to perform SPRQ transactions has requested a SPRQ type restricted to
FBI staff only.



14. An agency is attempting to enter a generic image and is not FBI staff.

15. An agency is attempting to enter or cancel an investigative interest supplemental record
having the same ORI as the ORI of the base record.

16. An agency is attempting to enter an investigative interest supplemental record and the base
record is inactive.

17. An agency is attempting to enter an investigative interest supplemental record and there are
already ten investigative interest supplemental records

appended to the base record.
18. An agency is attempting to modify data into the NDI Field and is not FBI staff.

19. An agency is attempting to append PWI data to a record other than a Missing Person File
record with MKE/EME or EMI.

20. An agency is attempting to enter PWI data and there are already two PWI records appended
to the base Missing Person File record.

21. Person with Information Name (PIN) or Person with Information Alias (PAK) and Person
with Information Date of Birth (PIB) or PIN or PAK and Person with Information Social
Security Number (PSS) are equal to the base record Name (NAM) or Alias (AKA) and Date of
Birth (DOB) or NAM or AKA and Social Security Number (SOC). PIN/PAK and PIB or
PIN/PAK and PSS Fields are provided back in error.

22.PIN or PAK Fields for second Person with Information record enter or enter supplemental
transaction are equal to the PIN or PAK Fields in the first PWI record.

REJECT - NOT ON FILE

1. An identifier(s) used to identify a record in a maintenance transaction is in error; therefore, the
record on file was not found.

2. The range of serial numbers in the maintenance transaction exceeds the range of serial
numbers for the record on file.

3. Record identified is retired.
REJECT - ON FILE
1. Record being entered is already on file.

2. Transaction attempts to modify an identifier in one record to the same identifier already on file
in another record.



When the above message is received, the record on file is included in the response.
REJECT - ONLY ONE SRT PERMITTED FOR EACH TRANSACTION

The RSCH contains more than one SRT/MFC.

REJECT - ORI IN USE

1. Transaction attempts to modify the Type (TYP) Field to R and the ORI still has active records.
2. Transaction attempts to cancel an ORI with active records.

REJECT - ORI NOT ON FILE

Transaction specifies an ORI that is not on file.

REJECT - ORI ON FILE

Transaction attempts to enter an ORI that is already on file.

REJECT - QUALITY CONTROL NOT ALLOWED TO CANCEL THIS RECORD

Transaction initiated by a Quality Control ORI attempts to cancel a record not included in the
serious error program.

REJECT - RECORD LOCATED PREVIOUSLY
1. Modify or locate transaction is for a property file record that has already been located.
2. The range of serial numbers in a locate transaction has been completely or partially located.

3. Transaction attempts to enter or cancel an NCIC 2000 add-on record for a file record that has
already been located.

REJECT - SERIAL NUMBER IS NOT UNIQUE, SEE FOLLOWING:

** ATTENTION ** [F SER/XXXXXXX-20-XXXXXXXXX IS FOR TYP/XX-7-XX, AND
BRA/XX-6-X, IT IS NOT UNIQUE ACCORDING TO NCIC QUALITY CONTROL.
ASCERTAIN CORRECT SERIAL NUMBER.

or

** ATTENTION ** IF SER/XXXX-11-XXX IS FOR MAK/XXX, CAL/XXXX, AND TYP/XX
IT ISNOT UNIQUE ACCORDING TO NCIC QUALITY CONTROL. ASCERTAIN
CORRECT NUMBER.



When there are three or more article records on file in NCIC 2000 with matching data in the
SER, TYP, and Brand Name (BRA) Fields; or three or more gun records on file in NCIC 2000
with matching data in the SER, Make (MAK), Caliber (CAL), and TYP Fields, the NCIC 2000
Quality Control Staff enters an ATTENTION message to alert NCIC 2000 users to the
possibility of a nonunique serial number. The duplication of the SER indicates the number may
be a stock control number, model, production, or catalog number.

REJECT - SGP/NONE KNOWN - TOO GENERIC FOR SEARCH

Transaction attempts to make an inquiry using only SGP/NONE KNOWN.

REJECT - SUPP MFC ERROR

1. Included in the acknowledgment when MFC of a supplemental cancel transaction fails its edit
check.

2. Included in the acknowledgment to a supplemental cancel transaction when the IMT specified
does not match the IMT on file.

REJECT - SUPP NOT ON FILE XXX/XXXX

1. Included in the acknowledgment to a supplemental cancel transaction when transaction
attempts to delete fields that are not contained in the supplemental record.

2. Each field not contained in the supplemental record is preceded by the appropriate MFC and a
slash, e.g., DOB/19530106.

REJECT - SUPPLEMENTAL RECORD FORMAT ERROR - XXX
1. Supplemental record entry is improperly formatted.

2. Transaction attempts to enter/cancel supplemental data with no identifier listed (e.g., AKA,
DOB, etc.).

3. Transaction attempts to enter a boat trailer which is already there or an add-on with the same
sequence as one already on file for the same base record.

REJECT - TTO/DRS/HND/GTI/MIS MAY BE MODIFIED ONLY BY PRIMARY ORI
Agency other than primary ORI is attempting to modify the record.

REJECT - UNABLE TO PROCESS TRANSACTION. WATCH FOR 11l IN SERVICE
MESSAGE

Transaction has been submitted for 111 while 111 is down.



REJECT - UNABLE TO PROCESS TRANSACTION. WATCH FOR IN SERVICE MESSAGE
Transaction has been submitted for the FMS while it is down.
REJECT - VEHICLE YEAR DOES NOT AGREE WITH VIN

Vehicle Year (VYR) Field in the record entry does not agree with the vehicle year of
manufacture in the 17-character VIN. (Additional information can be found in the Vehicle File
chapter.)

REJECT - VIN FORMAT ERROR

The VIN Field does not meet the manufacturer's VIN construction criteria. (VIN Field edits can
be found in the Vehicle File chapter.)

REJECT - WILDCARD CHARACTERS INVALID FOR XXX

The MFCs contain wildcard characters which are not allowed for the particular MFC. Additional
information concerinng the wildcard character can be found in the Other Transactions chapter.

2.9 ADMINISTRATIVE MESSAGES
SYSTEM STATUS ADMINISTRATIVE MESSAGES -- $.1. through $.8.

Administrative messages are transmitted by NCIC 2000 to advise users of the NCIC 2000
System status. When included in a System status administrative message, the time and date
appear in the following manner:

Time appears in four numerics, <HHMM>, according to the 24-hour time system, i.e., 00