Non Employee VPN Access Group


X
ADD
COMiT #: 

CHANGE

□
DELETE

Application Group       
Required:  Attach Vendor Remote Access Policy (for each Vendor)  Requested 

Group Description:   

Agency Name:      

Address:           

List all Vendor Names:  


(Attach list if necessary)

For Change requests list all date/day/time & Host information that the group will have access to

	DAY AND TIME RESTRICTIONS

	

	

	


Specific Hosts Vendor  can ACCESS  -  DNS and WINS NOT ALLOWED

Total number of concurrent users expected during the life of this SSL VPN Group:__________
Will this traffic pass thru a FIREWALL?   If YES, please provide FIREWALL Administrator’s information below:  

Name: ITD Enterprise Security____Tel. Num.:
  E-mail:

	ALLOWED IP ADDRESSES AND PORTS

	IP ADDRESS
	
	DESTINATION PORT
	PROTOCOL

(tcp,udp,icmp,ip)
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Special Instructions:

Security Officer Name (PRINT):  

Security Officer Name (SIGNATURE):  

VPN TEC Contact:  

Phone Number:         

E-mail Address:        

	INTERNAL USE ONLY:

	ITD Legal review of Policy Approval:  

Access Group ID:  

Use Business Partner Address Pool:        □  YES        □  NO

	Address Pool Assignment (If not Business Partner)

	Gateway
	Start
	End
	Net Mask

	
	
	
	

	
	
	
	

	
	
	
	

	

	ESM/ENS  Approval:  

Signature:  

ISU Approval:  




Return Completed Form to:

Commonwealth of Massachusetts

Information Technology Division

Security Services

200 Arlington Street

Chelsea, MA   02150

FAX: 617-660-4405


