GROVE POINT aq bl

FINANCLAL

<<pMemberFirstName>» <<Memberl astName>> {Date]
<<Address1>>

<<AddressZ>>

<<City>=>, <<State>> <<Zip Code>>

Notice of Data Privacy Incident

Dear <<MemberFirstName>> <<MemberLastName>>,

We are writing to tell you about a data security incident that may have exposed some of your personal information.
We take the protection and proper use of your information very seriously. For this reason, we are contacting you
directly to expiain the circumstances of the incident.

What happened?

On October 27, an email account of Comprehenswe Tax Solutions, LLC RSt S5 G
was compromised. Comprehensive Tax Solutions is owned by your financia pro essiona , LoIs Fishman, and shares
some clients with Fishman Financial Services. Therefore, if you are a client of Comprehensive Tax Solutions or your
information was sent to or from the affected email account, your information may be compromised. While the
compromised email account was at Comprehensive Tax Solutions and not Grove Point Financial, LL.C, we are
providing this notice as a courlesy.

Specifically, on October 27, emails from the affected account were sent to emall addresses in the aceount's contact
list with an attachment that was used as a phishing attempt. If you received a suspicious email from Comprehensive
Tax Seoiutions, please do not open the attachment and call 301-330-8455 to confirm its authenticity.

What information was involved?

‘We do not know the extent to which information contained in the email account was accessed. However, information
contained within the email account may inciude name, mailing address, email address, account number, account
balance, social security number, date of birth, driver's icense number and occupation.

What we are doing.

After the incident was discovered, Comprehensive Tax Solutions changed the account's password and added
additional security controls such as multifactor authentication to prevent unauthorized access.

For more information.

If you have questions, please call Comprehensive Tax Solutions at 301-330-9455, Monday through Friday from 9:00
a.m. to 5:00 p.m. Eastern Standard Time. Please also review the additional resources included with this notice.

Protecting your information is important to us. We trust that the actions we have faken demonstrate our continued
commitment to your security and satisfaction.

Sincerely,

Grove Point Financial, LLC

WWW.GROVEPOINTFINANCIAL.COM
2440 Research Boulevard, Suite 500, Rockville, Maryland 20850 | 800.335.6884



ADDITIONAL RESOURCES

Contact information for the three nationwide credit reporting agencies is:

Equifax, PO Box 740241, Atlanta, GA 30374, www.equifax.com, 1-800-685-1111
Experian, PC Baox 2104, Allen, TX 75013, www.experian.com, 1-888-397-3742
TransUnion, PO Box 2000, Chester, PA 18022, www.transunion.com, 1-800-888-4213

Free Credit Beport. It s recommended that you remain vigilant for incidents of fraud and identity theft by reviewing
account statements and monitoring your credit report for unauthorized ectivity. You may obtain a copy of your credit
report, free of charge, once every 12 months from each of the three nationwide credit reporting agencies.

To order your annual free credit report please visit www.annualereditreport.com or call toll free at 1-877-322-8228.

You can aiso arder yaur annual free credit report by mailing a completed Annual Credit Report Reguest Form
(available from the U.8. Federal Trade Commission’s (“FTC"} website at www.consumer.ftc.gov) to:
Annual Credit Report Request Service, P.O. Box 105281, Atlanta, GA 30348-5281.

For Colorado, Georgia, Maine, Maryland, Massachuseits, New Jersey, Puerto Rico, and Vermont residents:
You may obtain one or mare [depending on the state) additional copies of your credit repart, free of charge. You must
contact each of the credit reporting agencies directly ta obtain such additional reportis).

Fraud Alert. You may place a fraud alert in your file by calling cne of the three nationwide credit reparting agencies
abave. A fraud alert tells creditors fo follow certain procedures, including contacting you before they open any new
accounts or change yaur existing accounts. For that reason, placing a fraud alert can protect you, but also may delay
you when you seek to obtain credit.

Security Freeze. You have the ability to place a security freeze on your credit report.

A security freeze is intended to prevent credit, [oans and services from being appraved in your hame without your
consent. To place a security freeze on your credlt report, you may be able to use an online precess, an automated
felephone fine, or a written reguest to any of the three credit reporting agencies listed above. The following
information must be included when requesting a security freeze {(note that If you are requesting a credit report for
your spouse, this information must be provided for him/ber as well): {1) full name, with middle initial and any suffixes;
{23 Social Security number; (3) date of birth; (4) current address and any previous addresses for the past five vears;
and {5) any applicable incident report or complaint with a law enforcement agency or the Registry of Motor Vehicles. -
The request must also include a copy of a government-issued identification card and a copy of a recent utility bill

or bank or insurance statement. It is essential that each copy be legible, display your name and current mailing
address, and the date of issue. The credit reporting agencies may charge a fee to place a freeze, temporarily lift it or
permanantly remove it. The fee is waived if you are a victim of identity theft and have submitted a valid investigative or
law enforcement report or complaint relating to the identity theft incident to the credit reporting agencies. (You must
review your state’s requirement(s) and/or credit bureau requirement(s) for the specific documeni(s) to be submitted.)

For Massachusetts residents: The fee for each placement of a freeze, temporary lift of a freeze, or removal of a
freeze is $5.

Federal Trade Commission and State Atterneys General Offices. If you believe you are the victim of identity theft
or have reascon to believe your personal information has been misused, you should immediately contact the Federal
Trade Commissicn and/or the Attorney General's office in your home state. You may also contact these agencies for
information on how to prevent or avoid identity theft.

You may contact the Federal Trade Commission, Consumer Response Center, 600 Pennsylvania Avenue, NW,
Washington, DG 20580, www.ftc.gowbep/edu/microsites/idtheft/ 1-877-1DTHEFT (438-4338).

For Maryland residents: You may contact the Maryland Office of the Attorney General, Consumer Protection
Division, 200 St. Paui Place, Baltimore, MD 21202, www.oag.state.md.us, 1-888-743-0023,

For North Carolina residents: You may coniact the North Carclina Office of the Attorney General, Consumer
Protection Division, 8001 Mait Service Center, Raleigh, NC 27699-8001, www.ncdoj.gov, 1-877-566-7226.
Reporting of identity theft and obtaining a police report.

For lowa residents: You are advised to report any suspected identity theft to law enforcement of to the lowa
Attorney General.

For Massachusetis residents: You have the right to obtain a police report if you are a victim of identity theft.

For Qregen residents: You are advised to report any suspected identity theft to law enforcement, the Federal

Trade Cominission, and the Qregon Attorney General.
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